Session 2: Technical Hurdles, Research Solutions
Journalists on the panel will identify specific technical problems in dealing with government records at federal, state, local, and tribal levels.

Comments/Talking points from David Donald


I sometimes liken my data work to cooking. In the kitchen, the cook spends much time in preparation, technique, and methods. It can take a lot of time. And the fun part – sitting down to eat with friends and family – can go by so quickly. In preparing data analysis for my work at the Center for Public Integrity, a lot of time goes into preparation, technique, and methods. Sometimes the fun part – the analysis – goes by quickly.


What can really throw off the cook, however, is the “technical” problem of bad or inadequate food. As an analyst, it’s the technical hurdles presented by bad, incomplete, and inadequate data.

Much of what I work with is contained in a government database. The database remains a fundamental level of government information in the information age. When government records are not stored in a database but are kept on paper or an electronic version of paper – the PDF format, for instance – I often have those turned into databases. I mostly, then, work in columns and rows, variables and cases, fields and records, whatever you want to label the fundamental data matrix.

Here are some of technical hurdles from accessing data in usable columns and rows:

· The electronic format used to defeat electronic release of records. The PDF format is too often used by government officials, especially state and local, as an “electronic” release of records. They will jump through hoops to turn something as simple as an Excel table into a PDF. The PDF is not a data format. While we often can pull the data out of a PDF, it’s more successful in some instances rather than others.
· Missing metadata. This can mean a data dictionary is incomplete (if present), code sheets are not listed, import code is too platform specific. Let’s put the data out there but keep them guessing.
· Platform assumption. Government officials try to be “helpful” by anticipating the platform that the end user will use to analyze the data. They actually make it more difficult for those users who use other platforms. In investigative reporting, we’re taught to assume nothing. Otherwise, the agency favors some customers over others.
· File corruption. Government officials point the user to the data online only to find that the data have become corrupted and don’t import. A backup isn’t provided (assuming the backup isn’t prohibitively large) and the government agency refuses to fix the corrupted file.
· Government agency as retailer. I don’t mean just that agencies charge “retail” prices for the data. That’s not so much a technical problem as a freedom of information problem. What I’m talking about is treating the user as an end consumer, someone who needs to look up one record to solve a simple problem. Hence, too much government data hides behind look-up forms. Instead of someone who is buying one tomato for tonight’s salad, I need to buy bunches of tomatoes to find out what’s going on in the market. I can distribute the individual tomatoes myself. In effect, I’m the retailer, not the end customer. Those working with government data should be thought of as retailers, not the final consumer. That makes the agency a wholesaler.
· Unstructured data. A federal form doesn’t require information to be entered as columns and rows. We get unstructured text. Even though the data are in the forms, extracting the data in a regular pattern is difficult, if not nearly impossible.
While many solutions exist, I’m sure, here is my government data dream. All data releasable under FOIA would be provided in a wholesale manner as

· Machine readable (likely a text file)

· With complete metadata

· Maintained with service in mind.

Data.gov shows promise (and its potential cut in funds disturbing). Advances in text mining are encouraging.


The final problem is one that may be hard to solve with increasing privacy concerns. What makes government data technically difficult to work with across agencies and federal, state and local levels is the inability to link entities, the people, organizations and other groups in the databases. Yes, Social Security numbers need to be protected. Releasing dates of birth is only a partial, if controversial solution. I have heard some advocate a non-purposed federal, state or local identification number. It connects to nothing but to connect people across data. Some have suggested unique IDs that link to nothing but the database reference. Others have suggested a metadata, such as semantic Web RDF / XML tags (see http://rdfabout.com/intro/). I’ll leave it there by just saying it’s part of my dream of serving up government data that would satisfy my appetite.
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