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Appendix A. Glossary of Terms and Acronyms

Term
Definition
Metric or Source

. NET
Both a marketing strategy from Microsoft and a collection of programming support products for Web services. The .NET platform includes servers; building-block services, such as Web-based data storage; and device software. It also includes Passport, Microsoft's fill-in-the-form-only-once identity verification service and extends Microsoft’s component – object software architecture. 
searchWebServices.com or Microsoft.com

Access Control
A technique used to define or restrict the rights of individuals or application programs to obtain data from, or place data into, a storage device. Similarly, access to system logic is controlled on the basis of appropriate access codes.
Newton’s Telecom Dictionary, Version 19. New York, 2003.



Access Control List
1. An Access Control List (ACL) assigns access privileges for a file, resource, or application to a specific user or process.  ACLs are embedded in most general purpose operating systems and are the primary means of managing system level access control.

2. Most network security systems operate by allowing selective use of services.  An ACL is the usual means by which access to, and denial of, service is controlled.  It is simply a list of the services available, each with a list of the computers and users permitted to use the service.
1. Technical Reference Model

2. Newton’s Telecom Dictionary, Version 19. New York, 2003.



Access Device
The hardware used by customers and employees to access NARA applications and services.
Technical Reference Model

ACD
See Automatic Call Distributor.


Active Directory
A feature of the Windows NT operating system that provides directory services for resources contained with within and managed by a Microsoft system domain architecture. 
Newton’s Telecom Dictionary, Version 19. New York, 2003.


Advanced Encryption Standard (AES)
A standard for encryption which is intended to replace DES (Data Encryption Standard),  The AES standard is a symmetric, or private key, algorithm. It is also a “Block Cipher” supporting key lengths ranging from 128 to 256 bits and variable lengths blocks of data
Newton’s Telecom Dictionary, Version 19. New York, 2003.


API
See Application Programming Interface


Applet
A small program written to run on a client that can be downloaded quickly and used by any computer equipped with a Java-capable browser.  
Newton’s Telecom Dictionary, Version 19. New York, 2003.



Application
1. The activities that capture, manipulate, and manage the business information to support business processes.
2. A collection of software modules that: (a) provide some level of business specific or generic functionality by using data, (b) have software structure, and (c) execute with certain prescribed behaviors.
3. A software program that carries out some useful task. Database managers, spreadsheets, communications packages, graphic programs and word processors are all examples of applications.
1. OMB A-130 Oversight Requirements

2. Technical Reference Model

3. Newton’s Telecom Dictionary, Version 19. New York, 2003.


Application Architecture
The component of NARA’s Enterprise Architecture that describes how NARA will functionally and structurally partition its application software portfolio.
Application Architecture

Application Partition
Collection of one or more software modules. These modules are structured (or built) to focus on specific types of processing and execute as application processes or threads. Application partitions communicate with each other through well-defined interfaces that allow sharing of critical data and state information.  
Technical Reference Model

Application Programming Interface (API)
A set of functions and values used by one software program to communicate with another software program or with an operating system. 


Newton’s Telecom Dictionary, Version 19. New York, 2003.



Application Server
1. Software processes that execute on a platform and provide services to clients; or execution frameworks within which software modules are instantiated and managed at runtime.

2. Technologies providing comprehensive runtime services and management capabilities for software systems that are based upon distributed component / object architectures.  Application Servers generally support one of the major component object models (J2EE, COM / .NET, CORBA) and tend to integrate rudimentary web integration capabilities (e.g. servlet processing, HTML and HTTP processing, connection pooling).
1. Technical Reference Model
2. Technical Reference Model

Application Software Partitions
See Application Partition.


Application-Capability Reference Model (ARM)
Scheduled to be released in 2003 as part of the Federal Enterprise Architecture, it will identify and classify horizontal and vertical IT capabilities that support Federal agencies. The model will aid in recommending applications to support the reuse of business components and services across the Federal government.
FEAPMO.gov

ARM
See Application-Capability Reference Model


Audit Logs
Files or databases of exception conditions, alerts, and errors generated via monitors or instrumented applications during runtime processing. The logs can be reviewed via standard reporting and analysis tools. 
Technical Reference Model

Audit Trail 
A record of all the events that occur when users request and use specific resources.  An audit trail provides the ability to trace who did what and who was responsible for what.  
Newton’s Telecom Dictionary, Version 19. New York, 2003.

Authentication
The process whereby a user or information source proves they are who they claim to be.  In other words, the process of determining the identity of a user attempting to access a system. 
Newton’s Telecom Dictionary, Version 19. New York, 2003. 



Authentication Servers
Authentication Servers are platforms that are used to control authentication for an enterprise. They typically have a centralized repository of identifiers, and the appropriate authentication method for each identifier is based on its access method and requested privileges.  
Technical Reference Model

Auto-Attendant
A shortened name for Auto Attendant, a device which answers callers with a digital recording and allows callers to route themselves to an extension through touch tone input, in response to a voice prompt 
Newton’s Telecom Dictionary, Version 19. New York, 2003.

Automatic Call Distributor (ACD) 
A specialized phone system originally designed simply to route an office’s incoming calls to all available personnel so that calls are evenly distributed. Now increasingly used by companies also making outgoing calls. 
Newton’s Telecom Dictionary, Version 19. New York, 2003.

Backup / restore Technologies
Hardware and software components that allow data to be off-loaded to secondary storage media incrementally or as composite data sets.
Technical Reference Model, Table 5.1.6.6-1

BAM
See Business Activity Monitor.


Batch
Provides non-interactive application processing. Used for bulk data processing, system administration and management, and long-running application processes.
Technical Reference Model

BCD
Baseline Configuration Document


BPEL4WS
See Business Process Execution Language for Web Services


BPM 


See Business Process Manager/Workflow Engines


BPR
See Business Process Reengineering


BRM
See Business Reference Model


Broker
See Message Broker.


Brokered Integration
A specialized application integration pattern implemented using integration broker or adapter technology. Used for inter-application integration based upon a message broker and / or COTS product adapters.
Technical Reference Model

Build
1. A compiled and linked version of a software application. 

2. As a verb, either to write code or to link components of a program together.
searchVB.com


Bulletin Boards
Electronic message systems. Callers can call the bulletin board, leave messages, read messages and download public domain software.  
Newton’s Telecom Dictionary, Version 19. New York, 2003.

Business Activity Monitor
Business Activity Monitor (BAM) technologies analyze the history of business events from a message warehouse or real-time operational data store to track the accuracy, effectiveness, quality and security of interrelated business activities.
Technical Reference Model

Business Application
Supports specific NARA line-of- business or internal management functions such as Records Management Lifecycle, Human Resources, Records Center Reimbursable, Corporate Accounting, and Customer Service
Technical Reference Model

Business Continuity Planning
Strategy, approach and plans to provide ongoing business to NARA’s core business in the event of system(s) outages and disasters that affect the operating capabilities of NARA facilities or operating components.
Operations Architecture

Business Intelligence and Analytics
A user-centered process of exploring data, data relationships, and trends, thereby helping to improve an organization’s overall decision making. 
GartnerGroup Glossary of Information Technology Terms and Acronyms. 

Business Process Execution Language for Web Services (BPEL4WS)
An XML-based language designed to enable task-sharing for a distributed computing environment - even across multiple organizations - using a combination of web services.
SearchWebServices.com

Business Process Managers / Workflow Engines
Software applications that coordinate, route and remember each step in the life cycle of each instance of a business process.  A runtime execution engine guides business activities through the defined process flow during which a variety of both software applications as well as tasks for humans to complete, can be invoked.  
Technical Reference Model

Business Process Reengineering (BPR)
Analysis and redesign of business processes, business activities, and workflow within and between enterprises.
searchCIO.com

Business Rules Engines
Software applications that provide for the capture, execution, and management of rules to support:   BPM/Workflow, inference engines, case-based reasoning, Just-in-Time (JIT) rule language deployment; and dynamic rule compilation 
Technical Reference Model

Business Transformation Strategy/Plan
The sequencing of how and when NARA will deploy updated business capabilities in alignment with the agency’s strategic plan.
Business Architecture, Table 4.2-1

Cable Plant
Provides the physical (or wireless) infrastructure to connect devices to networks or computers.  Examples include Twisted Pair cabling, fiber cabling, patch panels and cable concentrators.

A term which refers to the physical connection media (optical fiber, copper wiring, connectors, splicers, etc) in a local area network.  
Technical Reference Model

Newton’s Telecom Dictionary, Version 19. New York, 2003



Cached Data
Information placed closer to the user or user application in order to make it more readily and speedily accessible and transparently so. In the context of a computer system, cache memory generally is a partition of Static Random Access Memory (SRAM).  In the case of a computer network such as a Local Area Network (LAN), or the combination of the Internet and World Wide Web (WWW), data can be cached in a server that is close to the user. 
Newton’s Telecom Dictionary, Version 19. New York, 2003

Call Center
A place where calls are answered and calls are made. A call center will typically have lots of people (agents), an Automatic Call Distributor (ACD), a computer for order entry and lookup on customers’ orders.  A Call Center could also have a predictive dialer for making lots of calls quickly. The term “call center” is broadening. It now includes help desks and service lines.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Capacity Planning
The practice of assessing, managing, and monitoring the utilization needs of technical infrastructure components such as disk, memory, processors, and network bandwidth.
Operations Architecture

CBD
See Component-Based Development


CDM
See Conceptual Data Model


Change Management
Change management is a systematic approach to dealing with change, both from the perspective of an organization and on the individual level. A somewhat ambiguous term, change management has at least three different aspects, including: adapting to change, controlling change, and effecting change. For an organization, change management means defining and implementing procedures and/or technologies to deal with changes in the business environment and to profit from changing opportunities.
SearchCRM.com

Channel Management
Generic applications that support the queuing, routing, and management of both inbound and outbound contacts across discrete channels or universal queues.  Channel management applications provide functionality such as:  Call Center/Contact Center metrics and reporting; universal queuing; contact termination ; contact routing and management; automated e-mail response; web self-service

predictive dialing; and Interactive Voice Response (IVR)
Technical Reference Model

Checksum and Hash Algorithms
Techniques that allow conversing parties to compare a computed, encrypted value of a message payload to assure that the message has not been modified during transmission.  Commonly used hashing algorithms include Message Digest (MD) 4, MD5, and Secure Hashing Algorithm (SHA).
Technical Reference Model


Client Processes
Executing software programs that request that work be done on their behalf.
Technical Reference Model

Client-Server Processing
A computing architecture in which the processing partitions of an application are separated and distributed across multiple processing platforms over a network. 
Technical Reference Model

Clinger-Cohen Act
The Information Technology Management Reform Act (ITMRA) and the Federal Acquisition Reform Act, which are known collectively as the Clinger-Cohen Act.
Oversight Alignment

Cohesion 
The degree of interaction within a software module.
Technical  Reference Model

Cold Sites
A commercial disaster recovery service that allows a business to continue computer and network operations in the event of a computer or equipment disaster. A cold site provides office space, but unlike a hot site, the customer provides and installs all the equipment needed to continue operations. 
searchCIO.com

Commercial Off the Shelf  (COTS)  Package
Ready-made products that can easily be obtained on the market.
Whatis.com

Common Object Request Broker Architecture (CORBA)
An architecture and set of specifications for creating, distributing, and managing distributed program objects in a network. It allows programs at different locations and developed by different vendors to communicate in a network through an "interface broker." The essential concept in CORBA is the Object Request Broker (ORB). See Object Request Broker.
SearchDatabase.com

Common Services Infrastructure
Specifications for the infrastructure that supports the Common Services as specified in the Technology Classification Model section of the TRM. 
Systems Architecture

Communication Channels
This architectural area of NARA’s Technical architecture that specifies the communications infrastructure used to that connect the access devices to the services provided by or on behalf of NARA. 

Two-way path for transmitting voice and/or data signals.  
Technical Reference Model

Newton’s Telecom Dictionary, Version 19. New York, 2003

Compilation
The translation of programs written in a language understandable to programmers into instructions understandable to the computer.  
Newton’s Telecom Dictionary, Version 19. New York, 2003



Component-Based Development (CBD)
A software development approach in which software is constructed as reusable components. 
Newton’s Telecom Dictionary, Version 19. New York, 2003

Components
Collections of objects within a homogenous application that are grouped to provide specific functionality and promote functional reuse
Technical Reference Model

Concept of Operations (CONOPS)
The section of NARA’s Business Architecture that shows the overall approach to integrating and executing business activities, and delivering business services in support of NARA’s strategic goals and objectives.   
Business Architecture 

Conceptual Data Model (CDM)
A view of an organization’s information resources from the perspective of how the business views the information (rather than from how the IT systems view the information). Specifications for the context, structure, and organization of NARA’s information assets from the perspective of the business.   
DATA Architecture Section 

Conceptual Process Flow Diagrams
Identify and detail the flow of events in a Major Business Process inclusive of events, objects, mandatory or optional sequences between them, and material flow.

Logical Process Flows that provide a more detailed rendition of the business processes identified in the Enterprise Process Hierarchy and illustrate functions within major processes that include Events, Triggers, Results, and Sequencing.


Business Architecture

Concurrency
The shared use of resources by multiple interactive users or applications at the same time.  Concurrency often means that a company need only buy as many licenses to a program as it has people using the program at one time  - concurrent users, in other words
Newton’s Telecom Dictionary, Version 19. New York, 2003



Configuration Management
Configuration management is the detailed recording and updating of information that describes an enterprise's computer systems and networks, including all hardware and software components. Such information typically includes the versions and updates that have been applied to installed software packages and the locations and network addresses of hardware devices. Configuration management is also used in software development, where it is called Unified Configuration Management (UCM). Using UCM, developers can keep track of the source code, documentation, problems, changes requested, and changes made. 
SearchMobileComputing.com



CONOPS
See Business Concept of Operations


Contact Center
A call center that also includes email and instant messaging in addition to voice calls.

A contact center (also referred to as a customer interaction center or e-contact center) is a central point in an enterprise from which all customer contacts are managed. 
SearchCRM.com

Converged Services
In information technology, convergence is a term for the combining of telephony, data and video networking services into a user experience that is accessible to everyone.

The integration of the telephone system with IP-based data networks.
WhatIs.com

TechWeb.com/encyclopedia

Converged Services Network Devices
Converged Services Network Devices are the physical hardware platforms that comprise the infrastructure that support telephony, data, and video networking traffic over a single physical infrastructure such as: Optical Ethernet, and

Integrated Access Devices (IAD)
Technical Reference Model

Converged Services Network Protocols and Services 
Converged Service Protocols and Services are the standards and structures that guide, manage, and regulate how communications are implemented over a multi-services network such as: Voice over IP (VoIP), Multi-Protocol label Switching (MPLS), and IP Quality of Service (QoS) protocols such as Reservation Protocol (RSVP) and Real-time Protocol (RTP)
Technical Reference Model

CORBA
See Common Object Request Broker Architecture


COTS 
See Commercial Off the Shelf.


Coupling
For software module design, the degree of interaction between two software modules.  Software modules can be loosely-coupled or tightly coupled.

For software/application integration - characteristics of the communication interface used during application-to-application communication at execution time
Technical Reference Model

Technical Reference Model

CRM 
See Customer Relationship Management.


CRUD
Stands for Create, Read, Update, Delete, the basic processes that are applied to data.
TechWeb.com/encyclopedia

Cryptography 
The process of concealing the contents of a message from all except those who know the key.

The art of protecting information by transforming it (encrypting it) into an unreadable format, called cipher text. Only those who possess a secret key can decipher (or decrypt) the message into plain text. Encrypted messages can sometimes be broken by cryptanalysis, also called code breaking, although modern cryptography techniques are virtually unbreakable.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Webopedia.com

Customer Relationship Management (CRM)
Business processes which address the management of customer accounts and access to and delivery of NARA’s holdings, information products, and services for any NARA customer.  CRM also includes support for NARA activities such as: public relations; digital classrooms; exhibitions; and records management training. 
Technical Reference Model

Data Administration
The analysis, classification and maintenance of an organization's data and data relationships. It includes the development of data models and data dictionaries, which, combined with transaction volume, are the raw materials for database design
TechWeb.com/encyclopedia

Data Architecture
Describes how NARA will structure, integrate, secure, and manage its information assets.
Section 5.2 of the EA.

Data Attributes
A characteristic of a data element such as length, value, or method of representation.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Data Center
A centralized location where computing resources (e.g., host computers, peripherals, applications, databases, and network access) critical to an organization are maintained in a highly controlled environment 
Newton’s Telecom Dictionary, Version 19. New York, 2003

Data Dictionary
A part of a database management system that catalogs the meaning, relationships, origin, usage and format of data entities.


Newton’s Telecom Dictionary, Version 19. New York, 2003



Data Management Partition
The application partition that implements the data access and data manipulation logic required by the application..  
Technical Reference Model

Data Manipulation Language (DML)
The specific DBMS syntax (usually SQL) used to access data stored in a database system. A set of statements used to store, retrieve, modify, and erase data from a database. There are two types of DML: procedural, in which the user specifies what data is needed and how to get it; and nonprocedural, in which the user specifies only what data is needed.
Webopedia.com

Data Manipulation Logic
Logic specializing in create, read, update, delete (CRUD) activities on persistent data stores.


Data Mining
Using sophisticated data search capabilities that use statistical algorithms to discover patterns and correlations in data.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Data Stores
1. The technologies used to implement both persistent, authoritative data stores, and data stores that are derived from authoritative sources to support web services.

2. A permanent storehouse of data. The term is often used to lump the storage of all types of data structures (files, databases, text documents, etc.) into one generic category.
1. Technical Reference Model, Table 5.1.7-1
2. TechWeb.com/encyclopedia


Data Warehousing
A software strategy in which data is extracted from large transactional databases, making analysis of the data somewhat easier. 
Newton’s Telecom Dictionary, Version 19. New York, 2003

Database
A collection of data structured and organized in a disciplined fashion so that access is possible quickly to information of interest.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Database Archiving
The process where the information contained in an active file is made ready for storing in a non-active file, perhaps in off-line or near-line storage.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Database Connectors
Database Connector technologies provide the system software infrastructure that allows client-based business logic partitions to bind and invoke server-based data logic processing over a network.  These are the fundamental database drivers that are based upon the general Open Database Connectivity (ODBC) or Java Database Connectivity (JDBC) standards, or are native to the DBMS. 
Technical Reference Model

Database Gateway
Database Gateway technologies expand upon the database connector technologies to provide data translation and data conversion features when bridging between dissimilar DBMS products (Oracle / SQL*Server) or architectures (SQL / non-SQL). 
Technical Reference Model

Database Management Systems
Software-based resource managers that provide a layer of abstraction between a physical database and the applications that use the physical data.  A DBMS provides facilities to create, read, update, and delete data in a shared environment and also provides utilities to replicate, backup, recover, and manage the data environment.   Most modern DBMS are based upon the relational database model and provide extensions to specialized structures like objects and XML schemas. 
Technical Reference Model

Database Management tools
Provide capabilities to monitor the runtime conditions of database management systems, configure DBMS components, and analyze and manage the information received from DBMS monitors.  Database System management tools address areas such as database optimization and performance, extent monitoring and management, search and index performance monitoring, memory management, database faults and errors, database logging and archiving, database failover, and database configuration management.   
Technical Reference Model

Database Rules Partition
The application partition that implements business logic within Database Management System (DBMS) constructs such as triggers, stored procedures, and schema constraints.
Technical Reference Model



DBMS
See Database Management System.


De Facto Standards
Standards that are established by vendors, industry consortia, or market dynamics. Numerous de facto standards bodies exist such as the Internet Engineering Task Force (IETF), the World Wide Web Consortium (W3C) the Open Management Group (OMG), and the Organization for the Advancement of Structured Information Standards (OASIS).  De facto standards are widely accepted and used, but lack formal approval by a de jure standards organization.  
Technical Reference Model

De Jure Standards
Standards that are established by nationally or internationally recognized standards organizations such as the American National Standards Institute (ANSI), the International Organization for Standardization (ISO), the National Institute of Standards and Technology (NIST), the Institute of Electrical and Electronic Engineers (IEEE), and the International Telecommunications Union (ITU).  
Technical Reference Model

Debugging
The process used by programmers to identify and fix problems (bugs) in a software program.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Decision Support Application
Transforms data into useful information, such as statistical models or predictions of trends, which is used by management in the decision making process. 
Newton’s Telecom Dictionary, Version 19. New York, 2003


Desktop / Laptop Operating Systems (OS)
The main control programs that run the hardware for desktops and laptops and provide a host environment for applications.  
Technical Reference Model

Desktop and Laptop Computers
Desktop and laptop computers are hardware platforms that configured primarily for individual use by end-users, technicians, and support staff.  
Technical Reference Model

Diffie Hellman Key
A technique developed by W. Diffie and M. Hellman which changes encryption techniques on the fly.  A method by which a secret key can be exchanged using messages that do not need to be kept secret.  
Newton’s Telecom Dictionary, Version 19. New York, 2003


Digital Certificate Authorities and Key Management Services
Digital Certificate Authorities are trusted third parties that provide and manage digital certificates and public key infrastructure for enterprises. 
Technical Reference Model

Digital Certificates 
Issued by Certificated Authorities and contain data structures that bind identities of users to associated public keys.  They include public key infrastructure (PKI) technologies like X.509, electronic signature technologies, and token passing technologies like Kerberos. 
Technical Reference Model

Data Encryption Standard (DES)
A block cipher algorithm for encrypting (coding) data, designed by the National Bureau of Standards, so it is impossible for anyone without the decryption key to get the data back in unscrambled form. The DES standard enciphers and deciphers data using a 56-bit key specified in the Federal Information Processing Standard Publication 46, dated 1977.
Newton’s Telecom Dictionary, Version 19. New York, 2003


Digital Service Unit (DSU)
Also known as Data Service Unit, a device designed to connect data terminal equipment (e.g., PC or LAN) to a digital phone line to allow fully-digital communications.  
Newton’s Telecom Dictionary, Version 19. New York, 2003


Digital Signal Level (DS-n)
Hierarchy of digital signal speed used to classify capacities of digital lines and trunks.  The lowed speed is DS-0 which is a voice channel, operating at 64 kbps.  The highest speed is DS-4 which operates at 274 Mbps
Newton’s Telecom Dictionary, Version 19. New York, 2003


Digital Signatures
An electronic signature which cannot be forged.   It verifies that the document originated form the individual whose signature is attached to it and that it has not been altered since it was signed
Newton’s Telecom Dictionary, Version 19. New York, 2003


Directory Service
Provides a set of directory functions via COTS products, NARA directory applications, and NARA common code libraries.  Directory services are used by applications to locate, address, and retrieve information about resources on a network by using directory architectures such as X.500, LDAP, or Active Directory.   
Technical Resources Model

Disaster Recovery (DR)
A generic term for all the tools and planning you need to bring data processing and telecommunications facilities back to where they were before the disaster occurred.
Newton’s Telecom Dictionary, Version 19. New York, 2003


DML
See Data Manipulation Language.


Document and Content Management
Generic applications which provide functionality for the development, imaging, versioning, publication, and workflow management of electronic documents and web content. 
Technical Reference Model

DOD
Department of Defense 


Domain
In the Management Information Services (MIS) world, the part of the computer network in which the data processing resources are under a common control.

In the Internet world, an internet address that when typed into a Web browser routes the user to a location (i.e., a World Wide Web site).
Newton’s Telecom Dictionary, Version 19. New York, 2003


DSA
Digital Signature Algorithm.  See Digital Signature.


DS-n
See Digital Signal


DTMF
See Dual Tone Multi Frequency signaling


Dual Tone Multi Frequency (DTMF) signaling
A fancy term for push-button or touchtone dialing. A way of signaling consisting of a push button or touchtone dial that sends out a sound that consists of two discrete tones, picked up and interpreted by telephone switches. 
Newton’s Telecom Dictionary, Version 19. New York, 2003


Dynamic Linked Libraries
An executable code module that can be loaded on demand and linked at run time, and then unloaded when the code is no longer needed.
Newton’s Telecom Dictionary, Version 19. New York, 2003


EA
See Enterprise Architecture.


Electronic Mail (e-mail) and Messaging
Generic applications which provide functionality for the electronic transfer, storage, and management of messages (and attachments) to include e-mail, web mail, fax, voice mail, paging, instant and short messaging, and streaming video.  These applications may provide either discrete channel or universal messaging support for message formats communicated over the Internet, Extranet, Intranet, Telephony, or converged services communications channels. 
Technical Reference Model

Electronic Signature
A method of signing an electronic message that identifies and authenticates a particular person as the source of the electronic message; and indicates such person's approval of the information contained in the electronic message."
GPEA, section 1709 (1).

E-mail
See Electronic Mail and Messaging.


Encapsulation
In object oriented programming, the grouping of data and the code that manipulates it into a single entity or object.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Encryption
A technical term for scrambling a message so that no one can read it expert for the person for whom it is intended. In more formal terms, encryption is the transformation of data into a form unreadable by anyone without a secret decryption key.  Its purpose is to ensure privacy by keeping the information hidden from anyone for whom it is not intended.
Newton’s Telecom Dictionary, Version 19. New York, 2003



Enterprise
An organization that uses computers. A word was needed that would encompass corporations, small businesses, non-profit institutions, government bodies, and possibly other kinds of organizations. 
searchWin2000.com

Enterprise Architecture
A blueprint that specifies how an organization will use IT to support its strategic mission.  Federal agencies are required to have an Enterprise Architecture by the Clinger-Cohen Act. 


Enterprise Information Technology Repository (NEITR)
NEITR is the single, centralized storage container that holds the authoritative source of all IT information assets for NARA.  
Applications Architecture

Enterprise Process Hierarchies 
Identify business processes by name and depict them hierarchically in the form of decomposition diagrams.


Business Architecture

Enterprise System Management
The section of the EA that specifies the system management technologies used to collect, monitor, report, and manage information about the overall operation of the NARA technical architecture.
Technical Reference Model

Ethernet 10/100/1000
A Local Area Network (LAN) standard used for connecting computers, printers, workstations, terminals, servers, etc., within the same building or campus.  
Newton’s Telecom Dictionary, Version 19. New York, 2003



Ethernet Switch
A device that manages congestion on a LAN using Ethernet technology by separating the data for each device on the LAN and sending it directly to and from only that device.
Newton’s Telecom Dictionary, Version 19. New York, 2003



ETL
See Extract, Transformation, and Load Processes


Event Correlation Tools
IT components that associate the information generated from disparate security monitors and audit logs into meaningful events that would not otherwise be apparent from the component parts. 
Technical Reference Model

Execution Frameworks
Specifications for the frameworks that support the operation and management of NARA application software during execution.  
Systems Architecture

Execution Partitioning
Addresses how executing software partitions relate to and communicate with each other. Execution partitioning defines the data state, connection state, and security state of an application thread as it executes end-to-end.
Technical Reference Model

Expert Systems
A very sophisticated computer program intended to assist people in solving problems, it consists of three parts: a) a stock of rules or general statements, b) a set of particular facts, and c)a logical engine which can apply facts to rules to reach all the conclusions that can be drawn from them.  
Newton’s Telecom Dictionary, Version 19. New York, 2003


eXtensible Access Control Markup Language (XACML)
An open standard XML-based language designed to express security policies and access rights to information for Web services, digital rights management (DRM) and enterprise security applications
SearchCIO.com 

eXtensible Markup Language (XML)
A computer language which provides a standard way for tagging data so it can be read and interpreted by a variety of Web browsers, by a variety of software, servers, and clients regardless of how it was created.  XML is designed especially for Web documents and enables designers to create their own customized tags to provide functionality not available in HTML.  
Newton’s Telecom Dictionary, Version 19. New York, 2003


eXtensible Rights Markup Language (XrML) for rights management 


An  XML -based language that enables users to specify rights and conditions associated with resources, such as digital content or Web services. A single standard language would facilitate the buying and selling of content over the Internet, while at the same time protecting that content from unauthorized use. 
SearchWebServices.com

Extract, Transformation, and Load [ETL] Processes
In managing databases, extract, transform, load (ETL) refers to three separate functions combined into a single programming tool. First, the extract function reads data from a specified source database and extracts a desired subset of data. Next, the transform function works with the acquired data - using rules or lookup tables, or creating combinations with other data - to convert it to the desired state. Finally, the load function is used to write the resulting data (either all of the subset or just the changes) to a target database, which may or may not previously exist. 

ETL can be used to acquire a temporary subset of data for reports or other purposes, or a more permanent data set may be acquired for other purposes such as: the population of a data warehouse; conversion from one database type to another; and the migration of data from one database or platform to another.
SearchDatabase.com

Extranet
An extranet is a private network that uses the Internet protocol and the public telecommunication system to securely share part of a business's information or operations with suppliers, vendors, partners, customers, or other businesses. An extranet can be viewed as part of a company's intranet that is extended to users outside the company.
SearchSecurity.com

Failover
When an individual technology component fails, another automatically takes over its request load.  The transition is invisible to the system.  Failover involves switching off the failed redundant component and switching on the backup component.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Fat Client
A client machine in a client/server environment that performs most or all of the application processing with little or none performed in the server. Contrast with thin client and fat server.
TechWeb.com/encyclopedia

Fault
A hard failure or performance degradation so serious as to destroy the ability of a component or network element to function effectively.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Fax
An abbreviation for facsimile, equipment which allows hard copy (written, typed or drawn material) to be sent through the switched telephone system and printed out elsewhere.
Newton’s Telecom Dictionary, Version 19. New York, 2003

FEA
Federal Enterprise Architecture


FEAMPO
Federal Enterprise Architecture Program Management Office


Federated Data Services
Allow autonomous, heterogeneous data resources (e.g. DBMS, XML files) to participate in a federation and share data (via some variation of a global schema and execution engine) while also maintaining the capability to operate independently.  
Technical Reference Model

Firewall
A set of related IT components that protects the resources of a private network from users from other networks. (The term also implies the security policy that is used with the programs.) 
searchSecurity.com

Firmware
Software kept in semi-permanent memory.  Firmware is used in conjunction with hardware and software and shares the characteristics of both.  
Newton’s Telecom Dictionary, Version 19. New York, 2003



FISMA
Federal Information Security Management Act


FR
See Frame Relay


Frame Relay (FR)
Frame relay is a telecommunication service designed for cost-efficient data transmission for intermittent traffic between local area networks (LANs) and between end-points in a wide area network (WANs). Frame relay puts data in a variable-size unit called a frame and leaves any necessary error correction (retransmission of data) up to the end-points, which speeds up overall data transmission. 
searchNetworking.com

Functional Partitioning
Specifications for how required business functionality is grouped and allocated to various applications.  The collection of business (or generic) functionality into applications is based on the definition of business process threads, the discrete business (or generic) functions that support those business process threads, and the data resources required.   
Technical Reference Model

GAO
General Accounting Office


Generic Applications
General purpose applications that do not support a specific set of business processes but are rather are shared across many business processes.  They include applications such as e-mail, office automation, document management, and knowledge management
Technical Reference Model

Global Schema
See Schema.


GOTS
Government Off the Shelf packages.
Data Architecture, Section 6.4.2

Government Paperwork Elimination Act (GPEA)
GPEA seeks to "preclude agencies or courts from systematically treating electronic documents and signatures less favorably than their paper counterparts", so that citizens can interact with the Federal government electronically (S. Rep. 105-335).
Appendix C

GPEA
See Government Paperwork Elimination Act


Graphical User Interface (GUI)
A user interface to a computer system that supports rich media formats rather than purely text and keyboards. .
SearchWebservices.com

GUI
See Graphical User Interface


H.323 
A standard approved by the International Telecommunication Union (ITU) in 1996 to promote compatibility in videoconference transmissions over IP networks. H.323, it is now considered to be the standard for interoperability in audio, video and data transmissions as well as Internet phone and voice-over-IP (VoIP) because it addresses call control and management for both point-to-point and multipoint conferences as well as gateway administration of media traffic, bandwidth and user participation. 
searchNetworking.com



Hardware Redundancy
See Redundancy.


Help Desk 
A centralized location where queries about product usage, installation, problems or services are answered
Newton’s Telecom Dictionary, Version 19. New York, 2003

Host
1. An intelligent device attached to a network.

2. A mainframe computer.

3. A computer with full two-way access to other computers on the Internet.


1. Newton’s Telecom Dictionary, Version 19. New York, 2003

2. Newton’s Telecom Dictionary, Version 19. New York, 2003

3. Newton’s Telecom Dictionary, Version 19. New York, 2003

Hot Site
A commercial disaster recovery service that allows a business to continue computer and network operations in the event of a computer or equipment disaster.. A hot site has all the equipment needed for the enterprise to continue operation, including office space and furniture, telephone jacks, and computer equipment.
SearchCIO.com

HTML
See Hypertext Markup Language


HTTP
See Hypertext Transfer Protocol


HTTPS
HTTP over Secure Socket Layer (SSL).  See Secure Socket Layer.


Hub
In data communications, a hub is a place of convergence where data arrives from one or more directions and is forwarded out in one or more other directions. A hub usually includes a switch of some kind. (A product that is called a "switch" could usually be considered a hub as well.) 
searchNetworking.com

Hypertext Markup Language (HTML)
The document format used on the Web. Web pages are built with HTML tags (codes) embedded in the text. HTML defines the page layout, fonts and graphic elements as well as the hypertext links to other documents on the Web. 
TechWeb.com/encyclopedia

Hypertext Transfer Protocol (HTTP)
The standard way of transferring information across the Internet and the World Wide Web.  It supports a variety of media and file formats across a variety of platforms.  Invisible to the user, HTTP is the actual protocol used by the We Server and the Client Brower to communicate over the “wire.”  In short, the protocol used for moving documents around the Internet.  http://www is the standard prefix for the internet  of a site of the World Wide Web.  
Newton’s Telecom Dictionary, Version 19. New York, 2003


IAD
See Integrated Access Device.


Inference Engines
The heart of a knowledge base system, the inference engine is the technology which directs the reasoning process.   The inference engine contains the general problem-solving knowledge such as how to interact with the user and how to make the best use of the domain information. 
Newton’s Telecom Dictionary, Version 19. New York, 2003


Information Flow
Identifies the information used by agency business processes and the movement of that data.  Identifies where information is needed and how the information is shared.
OMB A-130 Oversight

Information Technology (IT)
The term `information technology', with respect to an executive agency means any equipment or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by the executive agency.
Clinger 

Cohen Act, S.1124

Information Warehouse (IW)
Information Warehouse (IW) technologies physically integrate data from various sources (via Extract, Transformation, and Load [ETL] processes) to provide a unified view of a single data repository. An IW repository is usually structured and optimized for intensive data mining and business analysis so that the on-line production systems are not adversely impacted by these resource intensive activities.
Technical Reference Model

Instant Messaging
The ability to easily see whether a chosen friend or co-worker is connected to the Internet and, if they are, to exchange messages with them in real time. Also known as “chatting.”
searchNetworking.com

Integrated Access Devices (IAD)
A piece of equipment used to combine multiple services (ISDN, frame relay, Internet Protocol, etc).  By combining services, a single line can replace multiple access lines.  IADs allow service providers and end-users to scale their services as they need. 
Newton’s Telecom Dictionary, Version 19. New York, 2003


Integrated Development Environments (IDE)
A software development suite that provides software development tools to include editors, debuggers, compilers, linkers, and testers. 
GartnerGroup Glossary of Information Technology Acronyms and Terms, 1998

Integrated IT Lifecycle Management Processes
The formal lifecycle process definitions that NARA uses for requirement management, system acquisition, program management, and IT system development.
NARA System Development Lifecycle (SDLC)

Integrated Security Management
The area of NARA’s  EA that specifies the technologies used across the NARA technical architecture to provide secure applications and infrastructure that protect privacy.
Technical Reference Model

Integrated Services Digital network (ISDN)
The integration of both analog or voice data together with digital data over the same network. Its based on a set of CCITT/ITU standards for digital transmission over ordinary telephone copper wire as well as over other media.  
SearchNetworking.com

Integration Adapters
Software components that provide abstracted interfaces that facilitate the integration of specific COTS applications or technologies (e.g. PeopleSoft adapters or Database Management System [DBMS] adapters), or provide architectural integration frameworks for adapters (e.g. Java Connector Architecture).
Technical Reference Model

Integration Brokers
Software components that provide at least two key functions: transformation to translate message or file contents, including syntactic conversion and semantic transformation; and intelligent routing such as content-based routing and publish-and-subscribe.
Technical Reference Model, Table 5.1.6.3-1

Integration Testing
Testing process used to ensure that interfaces between various modules function correctly. Testing is also oriented toward functional usage and Inter-module functions are checked for load stability by exposing them to a variety of real-world stimuli. 
Newton’s Telecom Dictionary, Version 19. New York, 2003


Interactive Voice Response (IVR)
A software application that accepts a combination of voice telephone input and touch-tone keypad selection and provides appropriate responses in the form of voice, fax, callback, e-mail and perhaps other media. IVR is usually part of a larger application that includes database access. 
searchNetworking.com

Internet
Sometimes called simply "the Net,” the internet is a worldwide system of computer networks - a network of networks in which users at any one computer can, if they have permission, get information from any other computer (and sometimes talk directly to users at other computers). It was conceived by the Advanced Research Projects Agency (ARPA) of the U.S. government in 1969 and was first known as the ARPANet.  The most widely used part of the Internet is the World Wide Web (often abbreviated "WWW" or called "the Web"). 
searchWebservices.com

Interoperability
The ability of equipment form several vendors to work together using a common set of protocols. 
Newton’s Telecom Dictionary, Version 19. New York, 2003

Interoperability Model
Outlines the types of technologies required to support the Conceptual / Process model and depict the interaction of those technologies.
E-gov Initiative Oversight Requirements, Section C.3 of Enterprise Architecture

Interoperability Testing
Testing to confirm/ensure that a vendor’s product works with other products that allegedly conform to the same standards.
Newton’s Telecom Dictionary, Version 19. New York, 2003


Intranet
A private network that is contained within an enterprise. It may consist of many interlinked local area networks and also use leased lines in the Wide Area Network (WAN).  Typically, an intranet includes connections through one or more gateway computers to the outside Internet. The main purpose of an intranet is to share company information and computing resources among employees. 
searchWebservices.com

IP Quality of Service (QoS) protocols 
On the Internet and in other networks, QoS (Quality of Service) is the idea that transmission rates, error rates, and other characteristics can be measured, improved, and, to some extent, guaranteed in advance. QoS is of particular concern for the continuous transmission of high-bandwidth video and multimedia information. 
searchNetworking.com

IT
See Information Technology


IT Capital Planning
The financial investment strategies and plans that allocate financial resources across the NARA Project Portfolio and NARA business Operations.
NARA Directive 801

IT System
A composite collection of  hardware and communications infrastructure, business processes, application software, operations processes, facilities, organizations, and people used to deliver business capabilities and services.   
Technology Reference Model

IVR
See Interactive Voice Response Telecommunication System


IW 
See Information Warehouse


J2EE
Java-2 Enterprise Edition.  A component-based software architecture designed for the mainframe-scale computing typical of large enterprises.  
searchWebservices.com

Java
Java is a programming language expressly designed for use in the distributed environment of the Internet. It was designed to have the "look and feel" of the C++ language, but it is simpler to use than C++ and enforces an object-oriented programming model. 


Java Database Connectivity (JDBC)
An application program interface (API) specification for connecting programs written in Java to the data in popular databases. The application program interface lets you encode access request statements in Structured Query Language (SQL) that are then passed to the program that manages the database. It returns the results through a similar interface. 
searchDatabase.com

JDBC
See Java Database Connectivity 


Kerberos
A security system for client/server computing.  Kerberos is a scheme, developed at MIT in the 1980’s to enable secure multiple system access to a client/server computing environment.  
Newton’s Telecom Dictionary, Version 19. New York, 2003



Knowledge Management 
Generic applications which support the management of intellectual assets and facilitate the design and implementation of business processes that are used for creating, capturing, organizing, accessing, and using knowledge in an enterprise.  
Technical Reference Model

Latency
The time between initiating a request for data and the beginning of the actual data transfer. On a disk, latency is the time it takes for the selected sector to come around and be positioned under the read/write head. Channel latency is the time it takes for a computer channel to become unoccupied in order to transfer data. Network latency is the delay introduced when a packet is momentarily stored, analyzed and then forwarded.  Low-latency implies the latency is relatively short to what is considered normal. 
TechWeb.com/encyclopedia

LDAP
See Lightweight Directory Access Protocol


LDM
See Logical Data Model


Library
A file that stores related modules of compiled code.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Library Structure
See Library


Lightweight Directory Access Protocol (LDAP)
Lightweight Directory Access Protocol is a software protocol for enabling anyone to locate organizations, individuals, and other resources such as files and devices in a network, whether on the public Internet or on a corporate intranet. LDAP is a "lightweight" (smaller amount of code) version of Directory Access Protocol (DAP), which is part of X.500, a standard for directory services in a network. 
searchMobileComputing.com

Linux
Unix-based operating system that was designed to provide personal computer users a free or very low-cost operating system comparable to traditional and usually more expensive Unix systems and Windows. Unlike Windows and other proprietary systems, Linux is publicly open and extendible by contributors. 
searchEnterpriseLinux.com

Local Area Network (LAN)
A local area network (LAN) is a group of computers and associated software services that interact over a common communications infrastructure within a small geographic area (for example, within an office building).
searchNetworking.com

Local Area Network (LAN) Services
Local Area Network (LAN) Services are used to integrate, manage, and support desktop platforms over a LAN.  These services provide capabilities such as file sharing, printer sharing, software sharing and metering, address management, remote access and dial-in, distributed presentation, centralized backup, and remote desktop configuration and monitoring.    
Technical Reference Model

Local Area Network / Metropolitan Area Network (LAN/MAN) Protocols and Services 
A local area network (LAN) is a group of computers and associated software services that interact over a common communications infrastructure within a small geographic area (for example, within an office building). LAN / MAN Protocols and Services are the standards and structures that guide, manage, and regulate how communications are implemented on the network such as:

Ethernet (10 / 100 / 1000)

Transmission Control Protocol / Internet Protocol (TCP / IP)
Technical Reference Model

Locator Service Specifications
Locator Service Specifications provide the standards for identifying, describing, and locating web service components. The emerging specifications being developed in this area include:  Universal Description, Discovery & Integration (UDDI), and Web Services Inspection Language (WSIL) for non-registry-based web services. 
Technical Reference Model

Locking
Preventing several people getting to and changing the same data in a shared database simultaneously.  Locks may be permanent and prevent access completely, or they may be “advisory.”  That is, a user is warned that the data is being used by someone else and that the data is not presently available.  Locks prevent the destruction of data that can occur if two people access a file at the same time.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Logical Data Model (LDM)
Specifications for the organization and structure of NARA’s data across all IT systems from the perspective of the enterprise.   It is the transformation and detailed expansion of a CDM into a logical schema tailored to a specified modeling paradigm such as relational or object-oriented.
Data Architecture

Logical Process Flows
Provide a detailed rendition of the business processes identified in the Enterprise Process Hierarchy and illustrate functions within major processes that include Events, Triggers, Results, and Sequencing.
Business Architecture

Mainframe Operating Systems
Mainframe operating systems are the main control programs that run the hardware for IBM Plug Compatible Mainframes (PCM).  They are typically optimized for high-end multi-user and multi-tasking environments based upon proprietary IBM architectures such as OS-390.
Technical Reference Model

Mainframes
Mainframes are hardware platforms that specialize in supporting very large scale data management and transaction processing environments.  These environments have processing and reliability needs that extend beyond the capabilities of general purpose server platforms.   
Technical Reference 

Managed Evolutionary Development (MED) Approach
Supports iterative definition, development, and deployment of subsystems by defining system-level functional and data requirements and a modular system architecture, which allows for subsequent refinement, development, and deployment of subsystems that can evolve to meet future business needs.
The Department of Justice Systems Development Life Cycle Guidance Document, January 2003.


MD4
See Message Digest 4


MD5
See Message Digest 5


MED
See Managed Evolutionary Development Approach


Media and Protocol Normalization
This area specifies infrastructure platforms that convert numerous, dissimilar transport media and protocols to the single (or very limited number of) standard format (s) used to access NARA infrastructure and applications.
Systems Architecture

Message Digest (MD) 4
MD4 is an earlier version of MD5.
searchSecurity.com

Message Digest (MD) 5
MD5 is an algorithm that is used to verify data integrity through the creation of a 128-bit message digest from data input (which may be a message of any length) that is claimed to be as unique to that specific data. 
searchSecurity.com

Meta-data
Data that describes other data. A very ambiguous term that may refer to detailed compilations such as data dictionaries and repositories that provide a fair amount of information about each data element. It may also refer to any descriptive item about data, such as the content of an HTML meta tag or a title field in a media file.  Its also refers to a market of software development repository tools that store and manage information about software components.
TechWeb.com/encyclopedia



Methods
In object-oriented programming, a procedure that is executed when an object receives a message. A method is really the same concept as a procedure, function, or routine in procedural programming languages. 
www.webopedia.com

Microsoft Component Object Model (COM)
Microsoft’s old component / object software architecture and the corresponding products and technologies. 


Microsoft Windows
Windows is a personal computer operating system from Microsoft that, together with some commonly used business applications such as Microsoft Word and Excel, has become a de facto "standard" for individual users in most corporations as well as in most homes.  


searchWin2000.com

Microsoft Windows NT
See Microsoft Windows


Middleware
A set of runtime software services that: (a) enable application-level interactions between programs residing on different platforms and (b) insulate clients and servers (and application developers) from the knowledge of environment specific communications and data access mechanisms.  Conceptually, middleware is the glue that holds together the disparate system components in a distributed computing environment.
Technical Reference Model

Middleware Layer
See Middleware.


Mission Critical Systems
Systems on which the future success of an organization depends.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Modem
MOdulator-DEModulato, a device that allows a computer or terminal to transmit data over a standard telephone line. 
TechWeb.com/encyclopedia



Modularity
Software engineering concept that is used to express how large applications are decomposed and structured into small, manageable, and (ideally) reusable parts.
Technical Reference Model

MOM
See Message Oriented Middleware


Multi-Protocol label Switching (MPLS) 
A standards-approved technology for speeding up network traffic flow and making it easier to manage. MPLS involves setting up a specific path for a given sequence of packets, identified by a label put in each packet, thus saving the time needed for a router to look up the address to the next node to forward the packet to. MPLS is called multiprotocol because it works with the Internet Protocol (IP), Asynchronous Transport Mode (ATM), and frame relay network protocols. 
searchNetworking.com

NARA Intranet

(NARANET)
The private, secure, internal network that supports all intra-NARA network communication.  The network integrates local area, metropolitan area, and wide area communications links to NARA locations and is based upon Internet technologies and protocols.   
Technical Reference Model

NARA Strategic Plan
The business strategy of NARA that expresses the vision, mission, goals, objectives, and values of the organization.
Ready Access to Essential Evidence.  The Strategic Plan of the National Archives and Records Administration.  Revised 2003.

NARANET
See NARA Internet


NEITR
See Enterprise Information Technology Repository


Network Failover
See Failover


Network Fault
See Fault


Network Operations Center (NOC)
A network operations center (NOC) is a place from which a telecommunications network is supervised, monitored, and maintained. The network operations center is the focal point for network troubleshooting, software distribution and updating, router and domain name management, performance monitoring, and coordination with affiliated networks.
searchNetworking.com

NIST
See National Institute of Standards and Technology


NOC
See Network Operations Center


Non-repudiation
A security mechanism which prevents a user from denying a legitimate action which in fact occurred.   For NARA, the IT security service will provide evidence that information received from a user was actually submitted by that user and the accessed application couldn’t dispute the authenticity of the information
Data Architecture

N-Tier Architecture
An architecture that decomposes application software programs into partitions and specifies the characteristics of the partitions from the perspectives of how the software is constructed and how it executes.
Technical Reference Model, 

OA
See Operations Architecture


Object
1. In the context of network management, an object is a numeric value that represents one aspect of a managed device.  An object identifier is a sequence of numbers separated by periods, which uniquely defines the object within a Management Information Base (MIB).  Where a MIB is a database of network performance information stored on a network.

2. In computing, an object is a unit of information .  It can be used more broadly, depending on the application.  In X.400 an object contains both attributes and method describing how the content is to be interpreted and/or operated on.

3. In object-oriented programming, a variable comprising both routines and data that is treated as a discrete entity.  An object is based on a specific model, where a client using an object’s services gains access to the object’s data through an interface consisting of a set of methods or related functions.  The client can then call these methods to perform operations.

4. An entity or component, identifiable by the user, that may be distinguished by its properties, operations and relationships.
1. Newton’s Telecom Dictionary, Version 19. New York, 2003
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4. Newton’s Telecom Dictionary, Version 19. New York, 2003

Object Oriented Analysis (OOA)
The examination of a problem by modeling it as a group of interacting objects. An object is defined by its class, data elements and behavior. 
TechWeb.com/encyclopedia



Object Oriented Programming (OOP)
Programming that supports object technology. It is an evolutionary form of modular programming with more formal rules that allow pieces of software to be reused and interchanged between programs. OOP leverages the concepts of encapsulation, inheritance, information hiding, and polymorphism.
TechWeb.com/encyclopedia



Object Request Brokers (ORB)
1. Object Request Broker (ORB) technologies provide distributed object locator and invocation capabilities for distributed, object-oriented software systems.  Most ORBs are based upon the Common Object Request Broker Architecture (CORBA).  Most ORB-like functions have been subsumed by modern Application Server technologies.

2. In Common Object Request Broker Architecture (CORBA), an Object Request Broker (ORB) is the programming that acts as a "broker" between a client request for a service from a distributed object or component and the completion of that request.


1. Technical Reference Model
2. searchWebservices.com

Object Transaction Monitors (OTM)
Object transaction Monitor (OTM) technologies provide the same capabilities as TPMs but are designed specifically for Object-Oriented software systems.
Technical Reference Model

OC-n
See Optical Carrier


ODBC
See Open Database Connectivity


Office of Management and Budget (OMB) Circular A-130
A directive that provides management oversight for agencies in the Executive Branch of the Federal Government for complying with the wide range of statutes, directives, and policies that influence the management and acquisition of information resources. This directive establishes policy specifically for the creation, documentation, and management of Enterprise Architectures and Frameworks.
Oversight Alignment

OLAP
See On-Line Analytical Processing


OLTP
See On-Line Transaction Processing


OMB
See Office of Management and Budget.


On-Line Analytical Processing (OLAP)
Decision support software that allows the user to quickly analyze information that has been summarized into multidimensional views and hierarchies. For example, OLAP tools are used to perform trend analysis on sales and financial information. They can enable users to drill down into masses of sales statistics in order to isolate the products that are the most volatile.
TechWeb.com/encyclopedia

On-Line Transaction Processing (OLTP)
A class of programming that facilitates and manages transaction-oriented applications, typically for data entry and retrieval transactions in a number of industries, including banking, airlines, mail-order, supermarkets, and manufacturers.
Search390.com

OOA
See Object Oriented Analysis.


OOP
See Object Oriented Programming.


Open Database Connectivity (ODBC)
An open standard application programming interface (API) for accessing a database. ODBC is based on and closely aligned with The Open Group standard Structured Query Language (SQL) Call-Level Interface.
searchVB.com

Operating System (OS)
The main control program that, after being initially loaded into the computer by a boot program, manages all the other programs that execute on the programs computer. Application programs make use of the operating system by making requests for services through a defined application program interface (API). In addition, users can interact directly with the operating system through a user interface such as a command language or a graphical user interface (GUI). 
WhatIs.com

Operations Architecture (OA)
The section of NARA’s EA that: (a) describes how NARA will deploy and manage IT components in production, and (b) provides specifications for the current-state environment..
Operations Architecture

Operations Plan
Strategic plan that prescribes both current and future state IT operations technologies and operating concepts, and identifies the business drivers that prioritize, drive and guide the plan
Operations Architecture

Optical Ethernet
A new platform for extending Ethernet “natively” from the LAN into the MAN (Metropolitan Area network), affording enterprise users unprecedented bandwidth at LAN costs.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

ORB
See Object Request Broker


OS
See Operating System


OTM
See Object Transaction Monitors


Outsourcing
Outsourcing is an arrangement in which one company provides services for another company that could also be or usually have been provided in-house. Outsourcing is a trend that is becoming more common in information technology and other industries for services that have usually been regarded as non-core to managing a business. 
searchCIO.com

PCAs
Principles, Constraints, and Assumptions.


PDA
See Personal Digital Assistants


Personal Digital Assistants (PDA)
A term for any small mobile hand-held device that provides computing and information storage and retrieval capabilities for personal or business use, often for keeping schedule calendars and address book information handy.
searchCIO.com

Physical/COTS Data Model
Specifications for the organization and structure of databases as implemented within specific applications.   
Data Architecture

PKI
See Public Key Infrastructure


Platform Failover
See Failover


Platform Fault
See Fault


Point of Sales (POS) terminals
A special type of computer terminal which is used to collect and store retail sales data.  This terminal may be connected to a bar code reader and it may query a central computer for the current price for that item.  It may also contain a device for getting authorizations on credit cards.
Newton’s Telecom Dictionary, Version 19. New York, 2003



Presentation Logic
This application partition implements the end-user interface. It focuses on the general interaction with the end-user and addresses areas such as screen formatting, window management, keyboard handling, display-related data transformation, and mouse handling.
Technical Reference Model

Private Branch Exchange (PBX) Switches
A private telephone switching system, usually located on a customer’s premises with an attendant console.  It is connected to a common group of lines from one or more central offices to provide service to a number of individual phones, such as in a hotel, business or government offices. 
Newton’s Telecom Dictionary, Version 19. New York, 2003



Process and Application Integration
This area specifies the technologies used to provide inter-application integration and to integrate and manage applications within a business process context. 
Technical Reference Model

Processor clustering technologies
Clustering technologies provide capabilities for real time fail-over to redundant processor platforms in the event of system failures.
Technology Reference Model

Proof-of-Concept
Demonstration of new technology in order to show that an idea works.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Protocol
A protocol is a specific set of rules, procedures or conventions relating to format and timing of data transmission between two devices.  It is a standard procedure that two data devices must accept and use to be able to understand each other.  The protocols for data communications cover such things as framing, error-handling, transparency and line control.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Prototype
A model that displays the appearance and behavior (look and feel) of an application to be built.  A prototype may only demonstrate applications.  It may also demonstrate navigation and user controls, or it may even accept input data that can be stored in a retrieved from a simulated database.
Newton’s Telecom Dictionary, Version 19. New York, 2003

Proxy Server
Provides access to the Internet from peoples desktop PCs over a shared, managed and secure connection to the Internet.  No more running modems to desktops – a slow, expensive solution.   
Newton’s Telecom Dictionary, Version 19. New York, 2003

Public Key Encryption
Public Key Encryption technologies used a combination of shared public keys, private keys and encryption algorithms to assure privacy for each member of a conversation. Public Key Encryption includes technologies and standards such as RSA, Digital Signature Algorithm (DSA), and Diffie-Hellman. 
Technical Reference Model

Public Key Infrastructure (PKI)
A means by which public keys can be managed on a secure basis for use by widely distributed users or systems.  PKI also is known as PKIX as the IETF’s X.509 standard is widely accepted as the basis for such an infrastructure.  It defines data formats, key infrastructure components (e.g., security administrators, certificate authorities, users and directories), and procedures for the distribution of public keys via digital certificates signed by Certificate Authorities.  
Newton’s Telecom Dictionary, Version 19. New York, 2003

Publish and Subscribe
To provide a source of information that users select from and then receive on a regular basis or when certain events occur. The service can be public or private, free or paid, and information can be provided via e-mail and the Web or by means of proprietary applications. For example, a stock trading application lets you select particular stocks, and those quotes are sent to you on either on a regular schedule or when there is a change in price. 
TechWeb.com/encyclopedia

QoS
See IP Quality of Service


Real-time Transport Protocol (RTP)
A Internet protocol standard that specifies a way for programs to manage the real-time transmission of multimedia data over either unicast or multicast network services.
searchNetworking.com

Remote Copy Technologies
Remote copy technologies provide for the concurrent read / write of information to redundant media in real time or at prescribed intervals. 
Technical Reference Model, Table 5.1.6.6-1

Remote Procedure Call (RPC)
A protocol that one program can use to request a service from a program located in another computer in a network without having to understand network details. 
searchWebservices.com

Remove Method Invocation (RMI)
A way that a programmer, using the Java programming language and development environment, can write object-oriented programming in which objects on different computers can interact in a distributed network. RMI is the Java version of what is generally known as a remote procedure call (RPC), but with the ability to pass one or more objects along with the request. The object can include information that will change the service that is performed in the remote computer.
searchWebServices.com

Reservation Protocol (RSVP)
A set of communication rules that allows channels or paths on the Internet to be reserved for the multicast (one source to many receivers) transmission of video and other high-bandwidth messages. RSVP is part of the Internet Integrated Service (IIS) model, which ensures best-effort service, real-time service, and controlled link-sharing. The basic routing philosophy on the Internet is "best effort," which serves most users well enough but is not adequate for the continuous stream transmission required for video and audio programs over the Internet. 
searchNetworking.com

Residual Information Protection
Residual information protection technologies are used to assure that sensitive information is overwritten or nulled-out of various buffers and memory locations after use.  This capability is generally implemented via configuration settings on devices, operating systems, and software components, or as custom developed solutions.
Technical Reference Model

Return On Investment (ROI)
For a given use of money in an enterprise, the ROI (return on investment) is how much profit or cost saving is realized. 
searchCIO.com

RMI
See Remote Method Invocation 


ROI
See Return On Investment


Role and Policy Managers
Role and policy managers assign access privileges to resources, applications, and data files. However, Role and Policy Managers allow access privileges to be assigned to roles rather then specific users or processes.  Additionally, privileges associated to roles can change dynamically based upon policies and can span multiple systems and platforms.  
Technical Reference Model

Router
A highly intelligent device which connects dissimilar LANs. They connect to Metropolitan Area Networks (MANs) and Wide Area Networks (WANs) as well. Routers are protocol sensitive typically supporting multiple protocols. The intelligence of the router allows it to monitor network traffic to make routing decisions. Routing considerations might include destination address, packet priority level, least-cost route, minimum route delay, minimum route distance, route congestion level, and community of interest. 
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RPC
See Remote Procedure Call


Runtime Services
See Runtime Environment


Schema
In computer programming, a schema is specification for the organization or structure of a database. The activity of data modeling leads to a schema. The term is used in discussing both relational databases and object-oriented databases. 
SearchDatabase.com

Secret Key Encryption 
Secret Key Encryption technologies provide a shared secret key to each party of a conversation. Messages are encrypted and decrypted using specialized algorithms in conjunction with the secret key.  Secret Key Encryption includes technologies and standards such as Digital Encryption Standard (DES), Triple DES, RC5, and Advanced Encryption Standard (AES).  
Technical Reference Model

Section 508 (of the Rehabilitation Act of 1973)
Requires that Federal agencies develop information technology so that Federal employees with disabilities have access to information and data that is comparable to the access and use by Federal employees who do not have disabilities.
Office of Management and Budget

Secure Hashing Algorithm (SHA) -1
A popular one-way hash algorithm used to create digital signatures. SHA was developed by the NIST, and SHA-1 is a revision to the standard released in 1994. SHA-1 is similar to the MD4 and MD5 algorithms developed by Rivest, but it is slightly slower and more secure.
TechWeb.com/encyclopedia

Secure Socket Layer
Secure Socket Layer (SSL) is a technology designed specifically for managing secure, point-to-point HTTP (HTTP/S) communications sessions using Internet technologies.  SSL provides a combination of public key encryption, private key encryption, integrity checking and (optionally) authentication measures for clients and servers.  SSL is ubiquitous to most Web and Web browser environments, and even has a market for accelerator hardware components.  
Technical Reference Model

Security Integration 
This section of the EA describes how NARA will integrate security measures across the architecture and how NARA will manage IT components across the enterprise. 
Section 8 of the EA

Security Monitors
Security monitors examine real-time events, look for exceptions to normal event processing, and raise alerts or note errors when exceptions or intrusion attempts occur.  Monitoring capability is usually instrumented within security technology hardware and software components or packaged for specialized functions like as intrusion detection systems.  
Technical Reference Model

SEI/CMM
See Software Engineering Institute Capability Maturity Model


Sequencing Plan
The section of the EA that specifies how NARA will transition from the current baseline to the target, in alignment with the business transformation strategy.
Enterprise Architecture Overview

Server Processes
Executing software programs that respond to the client process requests and perform a service
Technical Reference Model

Service Level Agreement (SLA)
A contract between a service provider and a customer that specifies, usually in measurable terms, what services the service provider will furnish. 
searchWebServices.com

Services
Collections of components having interfaces that are designed using emerging web-services standards and operate in the context of a Service-Oriented Architecture (SOA).
Technical Reference Model

Servlet
A small program that runs on a server. 
searchDatabase.com

Shared Secrets
A shared secret is a text string that serves as a key or password to authenticate a user.  
www.microsoft.com/technet

Signaling System 7 (SS7)
On the public switched telephone network (PSTN), Signaling System 7 (SS7) is a system that puts the information required to set up and manage telephone calls in a separate network rather than within the same network that the telephone call is made on. 
searchNetworking.com

Simple Object Access Protocol (SOAP)
A way for a program running in one kind of operating system (such as Windows 2000) to communicate with a program in the same or another kind of an operating system (such as Linux) by using the World Wide Web's Hypertext Transfer Protocol (HTTP)and its Extensible Markup Language (XML) as the mechanisms for information exchange. 
searchWebServices.com

Smart Card
Non-cryptographic method of authenticating identity. Smart cards are small identification cards (like bank cards or credit cards) that contain an individual’s digital certificate.  They have the advantage of being transportable and can be protected by a Personal Identification Number (PIN) in addition to the encrypted data stored on the card.
Technical Reference Model

S/MIME
Secure Multi-Purpose Internet Mail Extensions is a secure method of sending e-mail that uses the Rivest-Shamir-Adleman encryption system. S/MIME is included in the latest versions of the Web browsers from Microsoft and Netscape and has also been endorsed by other vendors that make messaging products.
WhatIs.com

SOA
See Service-Oriented Architecture


SOAP
See Simple Object Access Protocol


Software Engineering Institute Capability Maturity Model (SEI/CMM)
A process developed by SEI in 1986 to help improve, over time, the application of an organization's supporting software technologies. The process is broken down into five well-defined levels of sequential development: Initial, Repeatable, Defined, Managed and Optimizing.

TechWeb.com/encyclopedia

Solution Design Pattern
A specification for constructing applications with the intent of providing a consistent, repeatable, and deterministic implementation model for deploying business functionality
Technical Reference Model

SONET
See  Synchronous Optical Network


SQL
See Structured Query Language (SQL)


Standards
Agreed upon specifications for rules, protocols, practices, or some other important aspect of a system.  Standards are used primarily to help assure compatibility and interoperability of system components thereby reducing system complexity and cost
Technical Reference 

Store-and-Forward Messaging
See Store and Forward


Stored Procedures
Compiled code on a database server that reduces the processing burden on clients.
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Strategic IRM Plan
The Information Resources Management Strategic Plan that expresses how IT capabilities will be used and deployed in support of NARA’s Strategic Plan.
Ready Access to Essential Evidence.  The Strategic Information Resources Management Plan of the National Archives and Records Administration.  Version 1.0 August 30, 2002.

Streaming Video
A sequence of "moving images" that are sent in compressed form over the Internet and displayed by the viewer as they arrive. Streaming media is streaming video with sound. 
searchNetworking.com

Structural Partitioning
Addresses the architectural and engineering aspects of how software modules are built.  From the structural perspective, an application is constructed of multiple modules (or components / objects) that comprise the partitions that (generally) represent presentation logic, business logic, or data management logic.
Technical Reference Model

Structured Query Language (SQL)
A standard interactive and programming language for getting information from and updating a database. Queries take the form of a command language that lets you select, insert, update, find out the location of data, and so forth. There is also a programming interface.
searchDatabase.com

Synchronous Optical Network (SONET)
The American standard for synchronous data transmission on optical media. 
searchNetworking.com

System Architect
NARA’s Enterprise Architecture modeling tool  (Popkin Software).


System Test
The phase of the product lifecycle that examines the entire system as a “whole” to assure it is ready to go to a true alpha or beta test.  System testing is also more oriented to inter-system functions as opposed to earlier phases.  
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Systems Management
Ongoing day-to-day operations of the NARA Systems, Networks, Telecom and Helpdesk within the IT infrastructure
Operations Architecture

Systems Partitioning
Specifications and models for how NARA’s systems are functionally partitioned, aligned to subject areas, integrated with technology infrastructure, and allocated to IT initiatives.
Systems Architecture

Taxonomy
See Classification Scheme


TCO
See Total Cost of Ownership


TCP/IP
See Transmission Control Protocol/Internet Protocol


Technical Reference Model (TRM)
The section of the EA that defines the concepts upon which the Technical Architecture is built, establishes a technology classification scheme, and provides an overview of the overall technical architecture design.  
Technical Reference Model

Telephony Communications Services
See Telephony


Test Automation
Software is used to test new revisions of software by automatically entering a predefined set of commands and inputs.
TechWeb.com/encyclopedia

Thin Client
A user's computer or terminal that performs no application processing other than presentation mechanics such as .keyboard / mouse input and screen output.  Usually used to refer to the software footprint on the client machine.  
WhatIs.com

Thread
In computer programming, a thread is placeholder information associated with a single use of a program that can handle multiple concurrent users. 
WhatIs.com



Three-tier architectures
The client tier would execute presentation logic, a second tier would execute business logic and initiate data requests, and a third tier would service the data requests
Technical Reference Model

TOGAF
The Open Group Architecture Framework


Total Cost of Ownership (TCO)
A type of calculation designed to help consumers and enterprise managers assess both direct and indirect costs and benefits related to the purchase of any IT component. 
Search390.com

TPM
See Transaction Processing Monitors


Translation Layer
A layer of software (or hardware) that converts one set of codes into another.
TechWeb.com/encyclopedia

Transmission Control Protocol/Internet Protocol (TCP/IP)
The basic communication language or protocol of the Internet. It can also be used as a communications protocol in a private network (either an intranet or an extranet). 
searchNetworking.com

Trigger
In a database, a trigger is a set of Structured Query Language (SQL) statements that automatically "fires off" an action when a specific operation, such as changing data in a table, occurs. 
searchDatabase.com

Triple DES
A security enhancement of single Data Encryption Standard (DES). Triple DES increases security by extending the key to 112 or 168 bits, but requires multiple passes and takes more time.  See DES for more information
TechWeb.com/encyclopedia

Twisted Pair Cabling
The ordinary copper wire that connects home and many business computers to the telephone company.
searchNetworking.com

UDDI
See Universal Description, Discovery, and Integration


UML
See Unified Modeling Language


Unified Modeling Language (UML)
A standard notation for the modeling of real-world objects as a first step in developing an object-oriented design methodology.  
searchDatabase.com

Uniform Resource Locator (URL)
The address (www…..) that defines the route to a file on the Web or any other Internet facility. URLs are typed into the browser to access Web pages, and URLs are embedded within the pages themselves to provide the hypertext links to other pages.

TechWeb.com/encyclopedia

Uninterruptible Power Supplies (UPS)
A device that allows your computer to keep running for at least a short time when the primary power source is lost. It also provides protection from power surges. 
WhatIs.com

Universal Description, Discovery, and Integration (UDDI)
An XML-based registry for businesses worldwide to list themselves on the Internet. Its ultimate goal is to streamline online transactions by enabling companies to find one another on the Web and make their systems interoperable for e-commerce. 
searchWebServices.com

UPS
See Uninterruptible Power Supply.


URL
See Uniform Resource Locator


User Interface Partition
Provides the User Interface and renders presentation information via a web browser interface, Windows Graphical User Interface (GUI), or terminal interface

Provides remote presentation of Fat Client applications via terminal server (or similar) session connections. Typically used when required by COTS implementations.
Technology Reference Model

Virus and Malicious Code Detection Software
An antivirus program that searches for binary signatures (patterns) of known viruses that have attached themselves to executable programs. 
TechWeb.com/encyclopedia

Web Browser
An application program that provides a way to look at and interact with all the information on the World Wide Web.
searchWebServices.com

Web Services
This area specifies the technologies used to integrate NARA applications within the E-Government infrastructure.  
Systems Architecture

Web Services Coordination (WS-C)
A proposed IT industry standard for how individual Web services can interact in order to accomplish an application task..
searchWebServices.com

Web Services Description Language (WSDL)
A protocol for a Web service to describe its capabilities. Co-developed by Microsoft and IBM, WSDL describes the protocols and formats used by the service. 
TechWeb.com/encyclopedia

Web Services Integration Language (WSIL)
Defines how a service requestor can discover an XML Web Service description on a Web server, enabling such requestors to easily browse Web servers for XML Web Services.
www.webservicesarchitect.com

Web-enabled 
Able to connect to or be run on the Web. This is a rather broad term that may refer to an application that outputs HTML for display on the Web or that launches a Web browser to retrieve specific Web pages. 
TechWeb.com/encyclopedia 

Wide Area Network (WAN)
A geographically dispersed telecommunications network. The term distinguishes a broader telecommunication structure from a local area network.
searchNetworking.com

Wide Area Network  (WAN) Protocols and Services
WAN Protocols and Services are the standards and structures that guide, manage, and regulate how communications are implemented on a network.  
Technical Reference Model

Workflow
Workflow is a term used to describe the tasks, procedural steps, organizations or people involved, required input and output information, and tools needed for each step in a business process. 
SearchCIO.com



WS
See Web Services


WS-C
See Web Services Coordination (WS-C)


WSDL
See Web Services Description Language 


WSIA
See Web Services for Interactive Applications (WSIA)


WSIL
See Web Services Integration Language


WSRP
See Web Services Remote Portal (WSRP)


WS-T
See Web Services Transaction (WS-T) 


X.500
X.500 Directory Service is a standard way to develop an electronic directory of people in an organization so that it can be part of a global directory available to anyone in the world with Internet access. 
searchNetworking.com

X.509
A cryptography term dealing with authentication frameworks for directories.  Within X.509 is a specification for a certificate that binds an entity’s distinguished name to its public key through the use of a digital signature. Also contains the distinguished name of the certificate issuer.
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XACML
See eXtensible Access Control Markup Language (XACML)


XML
See eXtensible Markup Language


XRML
See eXtensible Rights Markup Language (XrML) for rights management 
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