




Controlled Unclassified 


' ' • 

• 
I I . .. • , Information. .. . t 

Information that law, regulation, or governmentwide 
policy requires to have safeguarding or disseminating 
controls, excluding information that is classified 
under Executive Order 13526, Classified National 
Security Information, December 29, 2009, or any 
predecessor or successor order, or the Atomic Energy 
Act of 1954, as amended. 

-- Executive Order 13556 
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the CUI does not have specific safeguarding requirements 
prescribed by the authorizing Jaw, regulation, or governmentwide 
policy for the CUI category or subcategory listed in the CUI Registry. 
When the information systems where the CUI resides are not 
operated by organizations on behalf of the federal government. .. 




are intended for use by federal agenc 
a/ vehicles or other agreements established between 

those agencies and nonfederal organizations. 













CUI Security Requirements 
··' 	 ---~ 

-._lig~ i <: and derived security requirements are obtained 

from FIPS 200 and NIST SP 800-53 initially- and then 
tailored appropriately to eliminate requirements that are: 

• 	 Uniquely federal (i.e., primarily the responsibility of the federal 

government). 


• 	 Not directly related to protecting the confidentiality of CUI. 

• 	 Expected to be routinely satisfied by nonfederal organizations 

without specification. 
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urity requirements section. 

security requirements section. 



















