
REQUEST FOR RECORDS DISPOSITION AUTHORITY LEA VE BLANK (NARA use onlv)
 
JOB NUMBER
 (See Instructions on reverse) N/- d-.t g-- -0 9-1 

TO: NATIONAL ARCHIVES and RECORDS ADMINISTRATION DATE RECEIVED I. Ic 
(NIR) WASHINGTON, DC 20408	 7 3/ o 1 
1 FROM (Agency or establishment) NOTIFICA TION TO AGENCY 

Department of Defense 
In accordance with the provrsions of 44 U S.C. 

2 MAJOR SUBDIVISION 3303a the disposition request, including 
Joint Staff-Joint Secretanat amendments, is approved except for Items that 

may be marked "disposition not approved" or3 MINOR SUBDIVISION 
"withdrawn" in column 10Information Management Division - RRC Branch -4. NAME OF PERSON WITH WHOM TO CONFER 5. TELEPHONE DATE ( AR~(!J~ UNITED STATES 

Dr James Willson-Quayle - IMD/RRCB	 703-697-9777 11trJ).J1O ~ '0--
6. AGENCY CERTIFICATION
 
I hereby certify that I am authonzed to act for this agency in the matters pertammg to the disposition of ItS records and that the
 
records proposed for disposal attached 2 page(s) are not needed for the business of this agency or will not be needed after the
 
retention periods specified, and that wntten concurrence from the General Accounting Office, under the provisions of Title 8 of the
 
GAO Manuel for GUidance of Federal Agencies,
 

C8J ISnot required' 0 is attached; or	 0 has been requested. 

Chief - Records, Research, and Content Branch
 
20 lui 09 . Information Management Division
 

7. 8. DESCRIPTION OF ITEM AND PROPOSED DISPOSITION	 9. GRSOR 10. ACTION 
ITEM	 SUPERSEDED TAKEN ( NARA
 
NO. JOB CITATION USE ONLY)
 

Joint Staff Electronic Information System
 
(See attached - Core Vulnerability Assessment Management
 
Program (CVAMP»
 

-

\ 

-

115-109 NSN 7540-00-634-4064 STANDARD FORM 115 (REV 3-91) 
PREVIOUS EDITION NOT USABLE Prescnbed by N ARA 

36 CFR 1228 



'\ 

System Name:
 
Core Vulnerability Assessment Management Program (CVAMP)
 

System Description:
 
CVAMP is a web-based system that provides the JOint Staff, Services, Combatant
 
Commands, and DoD agencies with an automated means to meet the DoD Instruction
 
2000.16 requirement to identify, track, prioritize, and manage vulnerabilities throughout
 
the chain of command. Vulnerabilities are identified through observations and
 
assessments conducted by the service components, higher headquarters, and the
 
Defense Threat Reduction Agency. CVAMP tracks the status of known vulnerabilities
 
either until mitigated or risk for the vulnerability is accepted. CVAMP also documents a
 
Commander's risk assessment decision for each vulnerability, provides the ability to
 
prioritize Antiterrorism resource requirements and allows for Combating Terrorism
 
Readiness Initiatives Fund (CbT RIF) and/or Unfunded Requirements (UFR)
 
submissions in accordance with CJCSI 5261.01 F.
 

Users can create, view, and modify vulnerability assessments and manage funding
 
requests Assessment records are organized by organization or installation and each
 
has an alpha-numeric tracking number. All vulnerabilities and assessments are kept in
 
the CVAMP system archive for future reference
 

CVAMP has been In use since 2003, first as a companion module to the Antiterrorism
 
Enterprise Portal (ATEP), and now operating as a separate system, with hardware
 
maintained by the Defense Technical Information Center (DTIC). The office of
 
responsibility is the Joint Staff, J-34, Deputy Directorate for Anti-Terrorism/Homeland
 
Defense, Anti-Terrorism/Force Protection Division. Information on CVAMP can be
 
classified up to SECRET.
 

1. Inputs: 

2. Data file: 
Consists of information on command vulnerabilities obtained from assessments and 
observations. In addition, formal funding requests are generated within CVAMP from 
information that is already maintained in the system. Funding requests then move 
through an approval process with progress updates posted in CVAMP User profile 
information is also maintained. 



Information maintained by CVAMP is also used for analysis purposes, i e. if a command 
wants to look back to see what vulnerabilities were not funded and why or if they were 
denied funding for it. 

Disposition: TEMPORARY Cut off when system is migrated or becomes obsolete. 
Delete/destroy 15 years after cut off. 

DispositioR: TIEMPORARY. See sate file. 

4. System documentation:
 
OOSblI+I8RtatioR iRslbl98S, 9b1tis Rot liffiitos te, !:Jser FfloA!:Jols, QtJiel( s~ ~IJII'iej 8):!te",'
 
specifications, online help, and computer base 0 CVAMP. a~s20
 

MPORARY. See 102004, System Documentation, listed in GJGSM 
5760.01 Vol. II. 




