REQUEST FOR RECORDS DISPOSITION AUTHORITY

JOB NUMBER

Ni- 54 (0818

To' NATIONAL ARCHIVES and RECORDS ADMINISTRATION
8601 Adelphi Road, College Park, MD 20740-6001

DATE RECEIVED @/&5/0 ?

1 FROM (Agency or establishment)

Department of Homeland Security

2 MAJOR SUBDIVISION

Citizen and Immigration Services (CIS)

3 MINOR SUBDIVISION

Fraud Detection and National Security

NOTIFICATION TO AGENCY

In accordance with the provisions of44 U S C
3303a, the disposition request, including
amendments, is approved except for items that
may be marked Odisposition not approvedO or
OwithdrawnO 1n column 10

[l‘

6 AGENCY CERTIFICATION

GAO manual for Guidance of Federal Agencies,

[X isnotrequired, [] isattached,or [] has been requested

4 NAME OF PERSON WITH WHOM TO CONFER 5 TELEPHONE DATE ARCHJVIST OF THE UNITED STATES
Mike Barylski 202-272-8308 0z Z‘./M e
JUNFEF

I hereby certify that I am authorized to act for this agency in matters pertaming to the disposition of 1ts records and that the records
proposed for disposal on the attached __ page(s) are not needed now for the business of this agency or will not be needed after the
retention pertods specified; and that written concurrence from the General Accounting Office, under the provisions of Title 8 of the

DATE SIGNATURE OF AGENCY REPRESENTATIVE TITLE
¢ .
06/23/08 Tricia Canard USCIS Records Officer
7 ltem No 8 DESCRIPTION OF ITEM AND PROPOSED DISPOSITION 9 GRS OR 10 ACTION TAKEN
SUPERSEDED JOB (NARAUSE ONLY)
CITATION
! 1 FRAUD DETECTION AND NATIONAL SECURITY (FDNS) N1-566-05-1, signed
DATA SYSTEM by the Archivist on
02/16/06
Description. The Fraud Detection and National Security (FDNS)
Data System is a case management system that 1s used to record, The purpose of this ___|__

enforcement requests, and case determinations involving benefit

and is accessible via the intranet by authorized users The FDNS
Data System has agency-wide application and interfaces with all
USCIS benefit application data.

Categories of Individuals Covered by the System. Individuals
United States (e g, applicants for immigration benefits), include

representatives) into potentially fraudulent applications for
immigration benefits, individuals whose applications have been
randomly selected for assessment of the effectiveness of fraud
detection programs, and individuals of concern based on possible

track, and manage immigration inquiries, investigative referrals, law SFI15 1s to shorten

fraud, criminal activity, public safety and national security concerns the FDNS Master File
The system is located at the Vermont Service Center, St Albans, VT, | records

covered by provisions of the Immigration and Nationality Act of the schedule However,

subjects of administrative mquiries (e g., applicants, preparers, and N1-566-05-1 n 1ts

the retention period of

The disposttions for
Inputs, Outputs, and
System Documenta-
tion remain the same
as in the previous

this schedule replaces

entirety.
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national security reasons or criminal activity.
4

Specific Restrictions: Highly sensitive tracking and monitoring
information  All records and FDNS are protected from unauthorized
access through appropriate administrative, physical, and technical
safeguards The safeguards include restnicting access to those with a
need-to-know to perform their official duties using a permanent ID
and password

Vital Record: Yes
Specific Legal Requirements: 8 USC §§ 1103

“». INPUTS

Categonigs of Records in the System: The FDNS Data System
ation collected 1n the process of conducting

uiries (1 e., the process by which USCIS determines
rforming background checks and requests for
rcement agencies, including biographical
formation These records also include
and commercial and other
Choicepoint/Autotrack,

state policy information
nistration databases, state
r Associations, CIA,

assistance from law e
information and corporat
data compiled from the inte
governmental data sources such
Lexis/Nexis, various local, county,
networks, various state motor vehicle a
websites, driver license retrieval sites, State

media websites, various search engines (e g , Ask Reeves, Gox
etc), Desk Ref, UPI, Reuters, and foreign news media websites

DISPOSITION: Temporary. Destroy or delete after data has been
transferred to the master file and venified.

b. MASTER FILE

DISPOSITION: Temporary. Destroy or delete 15 years from the
date of the last interaction with the individual, records related to a
person’s A-File will be transferred to the A-File and maintained under
the A-File retention period (N1-566-08-11) The 15 year period 15 1n
place to provide FDNS with access to information that 1s crtical to
the investigation of suspected or confirmed fraud, criminal activity,
egregious public safety, and/or national security concerns If the data
becomes too large, it will be copied onto electronic media and stored
at the Department of Justice Data Center in Rockville, MD, or Dallas,
™

Note: DHS/BICE agrees to maintain these records mn accordance
with 36 CFR 1234 §§ 30-32 for their entire 15 year retention period.

ens 2o
LZTEM 72
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Types of Data Elements include:

[ Tase e
[ AdD ii% EHS BE DHS Street Kddnss
BFU Taze i DHSICLLEAC DHSStest Addmss |
Case Notified Flag 2
Case ID DHS htewiews DHS byropss
Case Num DHS Last Name DHS Tecs
ase e Co €U et
Fwestyanon DHS To
Cioy DHS Maidan Nyme 0
Conmat DHS NALLS
Cordad Last Nmﬁmﬁa‘ﬁ‘" '—'
[ Date Created DHES NI First Name

_Dm
[ Thate Orkcumed Files

“Date of Bith DHS Namber HI.S (hmdBy
Dateto BFU Reviewad

[ Des 'DHS Office Code m'smmm
_Df%ﬂ_m: HLSHleInte

¢ 0

[DHS Adpdirdiors  Commets i
2
Mumber Last Nume
Nume e
DHS Approved By Number Name
edDde DHS PogalCode  Note
ng 10 DHS Pomery NoteType
a Hnployee Id
DHS Attadmed ™ DHS Pomary Phane Ommed By Id
DHS Hith Date H Party Type Code
5 CﬂI% Dote — DHS Public Recood — Place of Bath
Trrformation Planud
DHES LIS DHS RAPS DPlamed Completim
DHS Cny DHS Recelt Postiom
THSChes  Mumber Dostal Code
Preferenice DHS Prorty
DHS Closed Recommendatizy  ~ Prrate
DHS Closed Acton Reasan Decined
Remarkcs BFU
- DHS Cordimed  Recommendations ~ SAU (ffice
T Bad - DHS Record of Sales Rep
[ DHES Cartacted Flag  Action Taken Short Commert
DHS Cﬁx —_ DHS Relidbilky Source
Results Source First Name
DHS Date of DHS 5T Iaims Source Id
icidat “DHS SEVES Source Last Nume
| ort DHS Site Chedk Source
¥posiion ource ource Type
DHS D¥tmbation  DHS 55N State
DHS Dryin DS State Statuos
T Em Synopsis

Wehacles Recond Thoreat
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TS. Reports, etc G S 27
DISPOSITION: Temporary. 0y when no fonger 1f£m / é
needed for agency business

TEM DO 'ATION User Manual 6' S 2 fo)

DISPOSITION: Temp estroy when the system becomes
obsolete, superseded, or no longer n agency business fﬂm [ /

Privacy Act Restriction: 552a (b)(3)

The Secretary of Homeland Security has exempted this system from
subsections (c}(3) and (4), (d), ()(1), (2) and (3), (e)(4)(G) and (H),
(e)(5) and (8) and (g) of the Privacy Act These exemptions apply
only to the extent that records in the system are subject to exemption
pursuant to 5 USC 552a())(2) and (kX2) The Department of
Homeland Security has published implementing regulations in
accordance with the requirements of 5 USC 553(b), (c), and (e) and
these have been published in the Federal Register and can be found at
6 CFR Appendix C to Part 5
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