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Request for Records Disposition Authority
 Leave Blank (NARA Use Only) 
(See	 Instructions on reverse) Job Number 9- j c: 

To	 National Archives and Records Admmistration (NIR) Nt-OS 01-~
 
Washmgton, DC 20408
 Date Received t.R / g-/O T
 

1 From (Agency or establishment)
 

Department of State Notification to Agency
 

2 Major Subdrvrsion In accordance with the provisions of 44
 
USC 3303a, the drsposmon request, In-


Bureau of Diplomatic Secunty cluding amendments, IS approved except for 
3 Minor Subdrvrsion Items that may be marked "drsposrtion not 

approved" or "Withdrawn" In column 10Office of Investigations and Countenntelhgence 
4 Name of Person With whom to confer 15 Telephone (Include area code) Date \-, ~st 0NJl41~ed States 

LOIs Chichester	 202 663-2776 :~ \V\)p I) I1: 7 I'Yt J::::A 
6 Agency Certification 

I hereby certify that I am authorized to act for thrs agency In matters pertaining to the diposmon of ItS records and that the records proposed 

for disposal on the attached 3 page(s) are not now needed for the busmess of this agency or will note be needed after the retention 

periods specified. and that written concurrence from the General Accounting Office, under the provisrons of Title 8 of the GAO Manual for 
GUidance of Federal Aqencies 

[2[1 IS not required	 o has been requested 

Signature of Agency Representative	 Date (mrryd/yyYjf
Tasha Thian	 Agency Records Officer I s/ F'/o5 

7 9 GRS or 1/ -fo Aci~on 

Item 8 Descnption of Item and Proposed Disposttron Superseded taken (NARA 

Number Job Citation Use Only) 

See attached schedule for the Investigative Management System-IMS 

-, 
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Bureau of Diplomatic Security
 
Office of Investigations and Counterintelligence
 

(DSIDOIICIICR)
 
Records Disposition Schedule
 

V isa and Passport Analysis Unit 
(DS/ CRlVP A) 

1a. Investigative Management System (IMS) 

Description: Master File: 

An electronic tracking and case management system used to 
control and document criminal Investigations. Information 
covers case background, case allegations, case documented 
Interviews, evidence, surveillance videos/audio tapes, pictures, 
post records and foreign government records, and related 
investigative Information. 

Disposition: Temporary. Destroy/delete master file data 100 years after 
case closes. NOTE: If the Bureau of Diplomatic Security 
becomes aware of any significant or precedent-setting 
cases that may warrant preservation, notify NARA for an 
independent appraisal of these cases. 

DispAuthNo: Pending 

Investigative	 Management System (IMS) 

Input/Source Records: 

d copy (non-electronic) documents used to create, update, or 
modi lectroruc records when the electronic records are 
retained to eet recordkeepmq requirements and are covered 
by a NARA-app d schedule. Included are such records as 
hard copy forms use r data Input as well as hard copy 
documents that are scann nto an electronic recordkeepmq 
system. 

Disposition:	 Temporary: Destroy after the information f een converted 
to an electronic medium and verified, when no 10 
legal or audit purposes, or to support the reconstructro 
serve as the backup to, the electronic records. 

DispAuthNo:	 GRS 20, Item 2(a)(4) 



Investigative	 Management System (IMS) 

cords entered Into the system dunng an update 
process, and n eqUired for audit and legal purposes and 
electronic records re d from other agencies. 

Disposition:	 Temporary. Delete when data e been entered Into the 
master file or database and venfted, hen no longer required 
to support reconstruction of, serve as back 
database, whichever IS later. 

DispAuthNo:	 GRS 20, Item 2(b) and 2(c) 

Investigative	 Management System (IMS) 

Outputs: 

Elec ICfiles consisting solely of records extracted from a 
single Mas	 lie or data base that ISdisposable under GRS 20 
or approved for Ion by a NARA-approved drsposrtion 
schedule, EXCLUDING e cts that are: 

•	 Produced as disclosure- files allow public access to the 
data; or 

•	 Produced by an extraction process w changes the 
informational content of the source Master or data 
base; which may not be destroyed before secunt 
approval. 

Disposition:	 Temporary. Delete when the agency determines that they are 
no longer needed for administrative, legal, audit or other 
operational purposes. 

DispAuthNo:	 GRS 20, Item 5 

Investigative	 Management System (IMS) 

Pnntou nved from electronic records created on an ad hoc 
baSISfor refer urposes or to meet day-to-day busmess 
needs. 

Disposition:	 Temporary. Destroy when the cy determines that they are 
no longer needed for administrative, audit, or other 
operational purposes, provided the printouts ot contain 
substantive Information, such as substantive annot s, that IS 
not Included In the electronic records. (Printouts that con 
substantive information should be disposed of In accordance 



~-----Vvttt"rt1R-s.~~A-approved schedule that covers the series In which 
they are filed. 

DispAuthNo:	 GRS 20, Item 16 

Investigative	 Management System (IMS) 

System	 s and Tape library Records. Backup tapes 
maintained for po al system restoration In the event of a 
system failure	 or other un tiona I loss of data. 

Disposition:	 Temporary. Delete/destroy mcrernen ackup tapes when 
second and subsequent backup ISverified as essful or when 
no longer needed for system restoration, whichever rs+ate 

DispAuthNo:	 GRS 24, Item 4(a)(1) 

Investigative Management System (IMS) 

tems requirements, system design, and user quides. 

Disposition:	 Temporary. Delet troy when superseded or obsolete, or 
upon authorized deletion 0 e related master file or data base, 
or upon the destruction of the ou of the system If the output 
ISneeded to protect legal rights, whiche latest. 

DispAuthNo:	 GRS 20, Item 11(a)(1) 




