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PREVIOUS EDITION NOT USABLE
1 NARANet System backups

Security backups for NARANet desktop applications, both full and incremental, created and maintained to restore the system in the event of a system failure or other unintentional loss of data. This disposition does not cover data copied for purposes other than for emergency system restoration. Nor does it cover data copied for specific systems and/or applications which may or may not be accessible through NARANet.

a. Incremental backups: daily backups (usually made after close of business) of system transactions made on that day only

Destroy at the end of each week after full backup is made and verified.

b. Full backups: full system backup (usually taken once a week after the close of the business week) which becomes a copy of the system for that point in time

Destroy each backup when 2 months old