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REQUEST FOR RECORDS G.....r'OSITION AUTHORITY JOi3I, .....v1BE R5 9 (/
(See lnstructtons on reverse) N 1- 0 -0( -

TO	 NATIONAL ARCHIVES and RECORDS ADMINISTRATION (NIR) DATE RECEIVED j I( /
 
WASHINGTON, DC 20408 '2{ J-5/or


1 FROM (Agency or establishment)	 NOTIFICATION TO AGENCY 
Office of the Inspector General 

2 MAJOR SUBDIVISION In accordance with the provisrons of 44 
Department of Defense USC 3303a the drsposmon request.

including amendments, IS approved except 
3 MINOR SUBDIVISION for Items that may be marked "disposition 

Deputy Inspector General for Auditing not approved" or "withdrawn" In column 10 

4 NAME OF PERSON WITH WHOM TO CONFER 5 TELEPHONE DATE ARCHIVIST OF THE UNITED STATES 

(703) 604-9781
 
Retta Graham-Hall, Records Officer
 *Iot6;! W~I~ 

6. AGENCY	 CERTIFICATION
 
I hereby certify that I am authorized to act for this agency 10 matters pertammg to the disposinon of ItS records
 
and that the records proposed for disposal on the attached 5 page(s) are not now needed for the bus mess
 
of this agency or will not be needed after the retention penods specified, and that wntten concurrence from
 
the General Accountmg Office, under the provisions of Title 8 of the GAO Manual for GUidance of Federal
 
Agencies,
 

~ IS not required; IS attached, or	 has been requested r::;J 
TITLEDATE SIGN~O~CY ~RE:EN~~VE 
Director, Administration & Logistics Services 
Directorate07/0 & JOt f~( lnilv:n~cfmrh~kO- O-Aff/ 

7 
v 9 GRS OR 10 ACTION 

ITEM 8. DESCRIPTION OF ITEM AND PROPOSED DISPOSITION SUPERSEDED TAKEN (NARA
NO. JOB CITATION USE ONLY) 

THIS REQUEST FOR RECORDS DISPOSITION AUTHORITY COVERS
 
RECORDS FOR THE
 

OFFICE OF THE INSPECTOR GENERAL
 
DEPARTMENT OF DEFENSE
 
DEPUTY INSPECTOR GENERAL FOR AUDITING
 

which are not covered by the NARA General Records Schedule and have
 
been added or revised from the previously approved records disposition
 
schedule number N!-S09-00-007 dated September 18, 2001.
 

Please see the attached five pages for the narrative . 

~7 L-- ~. ,,/n. /7 1a 1 
. r ~~~~	 \/,.//0 o. 7 .i.oo 

Concurred ,Vifii on this date f /
 

by the Office of the General Counsel, OIG
 

I I 
115-109 NSN 7540-00-634-4064 STANDARD FORM 115 (REV 3-91)

PREVIOUS EDITION NOT USABLE Prescribed by NARA 
36 CFR 1228 
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Audit Mission 

The Office of the Deputy Inspector General for Auditing performs the primary mternal audit functions 
of the Office of the Inspector General withm the Office of the Secretary of Defense, Jomt Chiefs of 
Staff, the Unified and Specified Commands, MIlitary Departments and the Defense agencies; advises the 
Inspector General on policy direction and performance of DoD audit activities; and oversees non-federal 
auditors engaged in audits of DoD grants and contracts. Audit coverage may involve matters of special 
interest to the Secretary of Defense and the Inspector General; allegations of fraud, waste and 
mismanagement; DoD Hotline complaints; information on alleged violations of law, rule or regulations; 
information on alleged abuse of authonty or danger to public health and safety; matters mvolvmg 
economy and efficiency in DoD operations, contracts and programs; financial audits; and cooperative 
projects with other DoD and governmental audit, inspection and investigative orgamzations. 

A.	 Records Concerned: Audit Files 

Files created and/or mamtamed in the OIG m perfonnmg auditing dunes and responsibihues to prevent 
and reduce waste and fraud and to improve agency management. 

1. Audit Policy and Program Procedures Files. The Audit Follow-up and Techmcal Support (AF 
Directorate creates records to implement Government Auditing Standards, OMB CIrculars, DoD 
Directives and Regulations, and other procedures to direct, control, and carry out ODIG-A 
operations. These records melude, but are not limited to, handbooks, procedures, guid es, best 
practices, and other policy documents that address audit policy and procedures, su as the Audit 
Handbook and the TeamMate Procedures and Best Practices. AFTS generall . eludes supportmg 
documentation such as Amencan Institute of Certified Public Accountant ode on accounting and 
auditing practices, or legislation that precipitated new or revised OD -AUD pohcies m electromc files 
accumulated to develop the ODIG policies. M-17h{71tdll'l !y 

DISPOSITION:	 fo.o-..76' &7;-;5 
a.	 Recordkeeping copy (Paper): ew files during course of calendar/fiscal year. Cut off 

in fiscal/calendar year in which actions are completed. Maintain newly revised record 
and one old record until c celled or significantly revised. Destroy/delete old record 
when two (2) years 01 • 

b.	 Recordkeepin opy (Electronic): Create new files during course of calendar/fiscal year. 
callcalendar year in which all actions are completed. Maintain newly revised 

recor	 nd one old record until cancelled or significantly revised. Destroy/delete old 
rd when two (2) years old. 

2. Audit Planning Files. Records on planning annual audit edules and procedures pertainmg to the 
selected audits, such as the annual audit plan and relate (Nl-509-00-7, Item 715, dated 
9/18/2001) 

DISPOSITION:
 



a.	 Recordkeeping copy (Paper): Create ne es dunng course of calendar/fiscal year. Cut off 
in fiscal/calendar year in which co Destroy when 2 years old. (GRS 23, Item 1) 

b.	 Recordkeeping copy (Electro . : Destroy when two (2) years old. 
c.	 Other copies to include bu ot limited to: work papers and background matenal (paper and 

electronic):	 Destroy/, en two (2) years old. #//ri;d-~ 6y ~L~-
OO~_ 7"C &(S(Z'S-

3. Internal OIG Audit Files. Reports of audits and/or surveys that pertain to the operations and 
findings of a mission or function within the DIG. (N1-509-00-7, Item 701, dated 9118/2001) 

DISPOSITION: 

a.	 Recordkeeping copy (Paper): es during course of fiscal year. Cut files off m 
fiscal year in which all actions are pleted. 

1.	 Working Papers: De two (2) years after all actions are completed. 
2.	 Final Internal Report: Retain on site for two (2) years and retire to WNRC for 

five (5) y . Destroy eight (8) years after all actions are completed. 
b. Recordkee g copy (Electronic): Destroy/delete eight (8) years afterall actions b. 

com	 ed. turft,clrp~ ~?L~ 
!)tJ,O-rtP ~/~ 05""" 

4. Audit Project Files. Documents created or maintained by the OIG DoD pertaining to unclass~· Ie r 
classified audits of programs, operations, policies and procedures and special request audits of ext al 
departmental activities and operations. Audit files include but are not limited to such documen s as: 
fact sheets for proposed audits and evaluations, procedures pertainmg to the selected audlts,// 
requests/decision memorandums, survey and audit completion debriefs, official audit project files, pre-
audit planning material, internal and external audit correspondence, audit working pa is, scheduling 
and management support documents, electronic mail messages, electromc admims ative recordkeeping 
files, internal and external quality control certification statements and peer revi reports, draft audit 
reports and management comments on draft reports and final audit reports. so included are related 
indexes. (N1-509-00-7, item 750 and 751, dated 9/18/2001) 

DISPOSITION: 

1. Recordkeeping copy (paper): Create new audit fi s dunng course of fiscal year. Cut audit 
files off in fiscal year in WhIChfinal action taken. 

a.	 Working papers: Destroy working pers two (2) years after all actions are completed. 
b.	 Final Report: Retain on site for 0 (2) years. Destroy after 2 years old. 

2. Recordkeepmg copy (electroni : Create new audit files dunng course of fiscal year. Cut 
audit files off in fiscal year in ich final action taken. 

a. Workingpapers: 0 include all electromc references to audit files mamtained many 
electronic forma 0 include but not limited to TeamMate. Destroy/delete two (2) years after 
all final actio taken. 
b. Final port, electronic data and related records: (a) Retam only Final Report 

tly on the OIG DoD InterNet. (b) Includes master file of electromc data, source 
doc ents/data and output documents/data. Transfer to National Archives with technical 
d umentation, 2 years after the final report ISissued in accordance with 36 CFR 1228.270 
and 36 CFR 1234. 



tdlh~u/I Pj' 
DISPOSITION: /:;of)-fG C7LI. 
a.	 Recordkeepmg copy (paper): Create files In fiscal year In which Follow- o/5(0S-

up files created Close Follow-up files In I year In which all-final actions 
completed. Transfer closed files to WNRC two ears after the case closed. 
Destroy 20 years after case closed 

b. 

6. The Defense Audit Management InformatIon System (DAMIS) 

Descnption: The Defense Audit Management Information System (DAMIS) ISa web 
base application that provides a centralized system for the collection, storage and 
retneval and destruction, of data and other information relating but not lnmted to audits, 
evaluations, trammg, audit follow-ups and time and attendance. DAMIS tracks all audits 
and evaluations conducted by the Office of the Deputy Inspector General for Auditing 
(ODIG-AUD) employees, from the beginrnng of a project until all the recommendations 
and finding relating to the project and final report are closed. It tracks the hours charged 
by ODIG-AUD employees directly to each project, and hours of continumg professional 
education training for each employee to ensure that employees are qualified to perform 
their assigned duties. 

a. Non-electroruc documents 0 1Sdesigned and used solely to create, update,
 
or modify the records in an electronic um and not required for audit or legal
 
purposes (such as need for SIgnatures) and no vIOusly scheduled for permanent
 
retention III a NARA-approved agency records sche tJ,eS 2o/ta 



TEMPORARY:
 
database and venfied, or when no longer required to support-rsco
 
~eI "e ~s b~ek up to, a H'laster file or databass, l,llhlChever IS later.
 

Master File: The Masterfile contams data relatmg to audit projects, final reports,
 
traming, and time and attendance information. Sample of elements mclude project
 
milestones, functional area code, Issue area codes, findmgs, recommendations,
 
executive summanes, status on recommendations, trammg courses, associated
 
costs, and hours charged to each project, and leave taken.
 

TEMPORARY: Destroy/delete 20 years after the case is closed.
 

System Outputs: Specific use reports (not required penodic reports) or results of
 
quenes on selected data. Such as trammg history report, project management
 
status report, status of recommendations reports, trammg budget report.
 

TEMPORARY: Keep in current file until no longer needed for conductmg
 
busmess, but not longer than 2 years, then destroy.
 

codeboo , cord layouts, user guides, output specifications, and final reports
 
(regardless of me I elatmg to a master file or data base that has been
 
authonzed for destruction oy RS or a NARA-approved disposition schedule
 

ellS 
TEMPORARY: Destroy or delete when super or obsolete, or upon 
authorized deletion of the related master file or data base, on the destruction 
of the output of the system If the output ISneeded to protect legal rig ....~~ 




