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FROM  GENTY OR ESTABLISHMLNT:

_________________ - JRU. NOTIFICATION TO AGERLY

2 MAJOR SUBDWISION
Assistant Secretary of Deferse (Comptrollern)

19 0 6042508 ar'r 10m D1 15 500 ot S5 S L 2703 e Ao w
reegt nciule, amoadmer gy D2 LR et tur ilems Thie T

3 minor susnvison. Deputy Assistant Secretary of G AT Grand ol g oaed w3 san n Lumr )
$ Defense (Administration) e
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e James S. Nash or 50970 5.6-7¢
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CTKTIFICATE OF ;\CENCV REPRESENT & "tVE

1- ' I hereby certify that | am authorized to act for this agency 1n maiters pertaimng to the disposal of the agency’s records,
) that the records proporced for disposal in this Reguest of page(s) are not now needed for the busimess of
this agency or #'! not be nesced atter the retention periods specified.

[ A Request for immediate disposal

£X B Request for disposal after a cpecified period of time or request for permanent

retention K
3 l C.DATE ! D SIGWATUFE OF aGENCY REFRESENTATIVE E "l Deputy Ascistant Secretary .
s . - . - )
; 1’ 1 APR W6 /-’ZL% { of Defense (Administr~tion) ;
S T - .
N 7 8. DESCRIPTION OF 1TEM ' samoie on | s
3 ITEM NO Wit inclussve Dates or Retention Penods) | WS NO ACTIO* TAKEN '
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. Defense Investigative Prcgram Records ;
. The Defense Investigative Program includes m%
- " those investigative and related counterintel- A
: ligence activities which are undertaken to E
o safeguard Department of Defense information, 3
ersonnel, functions and installations. This ¥
equest for authoritv to dispose of records is g
, pplicable to ail DoD components which engage g
- in, or maintain, investigative records of Defens<« ;
& Investigative Program activities, inciuding, but E
: ot limited to, -the Army Investigative Records 3
epository (IRR), Naval Investigative Service, 5
ir Force Office of Special Investigations, and 4
; efense Investigative Service. 5
¢ ! - 25
¥ . ) ) -
> 1. Defense Investigative Case Files. Includes |
N ersonne’ security data on members of the Armed ' >
T orces, DoD civilian employees, and contractor ‘ 2
loyees under the Defense Industrial Security -3
o rogram; data on activities threatening the =
. ecurity, or involviag the disruption or X
Ey ubversion, of DoD military and civilian per- %
. onnel, functions, activjties, installations, R
i - &g
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& DESCAPTION OF ITEM
- mchvewe Dotes of Aatention Penads;

information, communications, equipment and sup-

plies; data on investigative activities suthorizdd

in connection with civil disturbance responsi-

bilities within the United Statzs, the District

of Columbia, the Commonwealth of Puerto Rico and

United States territories and possessions.

a. Files Relating to DoD-Affiliated
Civilian/Military Members. Disposaole.
Retention periods for Investigrtive records will
be as follows:

(1) Routine Investigations. Per-
sonne’ security investigations of a favorable
nature and other investigations of a minor
nature. Disposable. Destroy 15 years after the
date of the last actiun. Personnel security
files on persons who are considered for affilia-
tion with DoD will be destroyed after 1 year if
the affiliatior is not completed.

(2) Significant Incidents or Adverse
Actions. Personnel security investigations
resulting in an adverse personnel actiom or -
court-martial, or other investigation ef-e "W

L2%0cc-
publie- »2-CoRgross-ional-intorest. Dispcs;gle. Pmapni

Destroy 25 vears aftev the date of the last actiagn.

Those fil A~tegnined, to be 0S e his- 1
torical Fa1n mlemfﬁhﬂ?!ﬂ¥tﬂ‘%5fgﬂisﬁa%fﬂgaféhﬁ’T‘
i

Archives after 15 years.

(3) Major Investigations. Inves-
tigations of espiorage and sabotage, or other
major investigations of a counterintelligence/
security nature. Permanent. Offer tu the
National Archives within 25 years after the date
of the last action.

b. Files Relating to non-DoD Affiliated
U.S. Citizens/Organizations.

(1) Activities or events si one
of the folloving types of continuin hreats
S Dob silitary and cIvilisn personcel and

ml an personnel an

4 ] d installations: Dem-
Yy - activities in which an
actual example of violent or criminal hostility

3

' ]
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has been carried out within the previows yeor: |
d - activities vhich during

TEViOus YO&r have licitly threostomned
DoD fun:tions: tility - sctivities
hose continuin ssture the vicinity
'of DoD installations provides s significant

otential source of hare or dasruption of the
nstallation or its fumction; diss !
activities .-' act:vit&::‘dw*n; h i
year which have invc actively escoursg {
violation of law, disobedicnce of lawful of‘d.:r
lor regulation, or disruptior of aiiftary
activities. Disposable as foilows:

(a) laformation which falls ia
the above categories that is origisated by,
and received or acquired from, agencies outside
the DoD, will be destroyed nct later thas 1
year after acguisition unless validated fov
rotention for snother year when it is detevained
iduring the annual verification review by the
Secretaries of the Military Depsrimonts that s
icontinued threat exist:.

(d) Flles or cther documents

created within DoD which contaiu significamt

analytical comments, value judgmeats ¢V FecCOB-
endations pertaining to informatioa received
r acquired from agencies outside the Dod shall

e retained for a period mot in excess of 1 |
year after acquisition, umless validated o8 an
annual basis for continued reteation. Whea

DoD originated informstion .s mot validsted for |
icontinued retentfon, these files will be offered
to the Nation.l Archives for a2 ietermimntion of
their historical value.

(2) : .2
icontinui threat. aated’ _,“‘
and received or ‘acquired from, agescies oSes
the DoD during the course of rowtine investigstive
or liaison activity which after receipt is »
subsequently determined to fall outside the
ea of interest of the Dod., or which is deter-
ined not to pos‘uq;thmt to Dod personael, -
rty or functions and mc Ded fale is crested |
r-DoD information genorated. Disposadle. 1.
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Destroy iuoduuly unnr u mlmm deter- ; #
mines a threat does not exist or set leter thes i
90 days following acquisitions. 4

§

Hln or otaor% ¥

ainiqg to Mo mmuu
K: m fated organizations/individusls
ich potentially or actually threstes Ded
functions, property or persomse ‘.ul luu or

documentition routht
Investigative Review Council (DIRC)
uell or counter these vities.
ffer to the Matiz.al Archives :
ithin 25 years after the date of the last lctiug.

engaged in comtracts,
business ntcrprim u Sed
Disposable. Destroy 1 year after the
service is discontinued unless the ceatract is
n dispute in which event the file will be
estroyed one yoar after final psymsat or other
ettlement of the abligatioa.

(S) Reqy : dphe
pffic? ixlx'rv"-:gg;,;j $
erning th . TYAT
he request, the utm of m event, and say
ther details descrid the occasiom. -
ghpoubu. Destroy not later thaa 1 year after ﬁ

he event.

(6) ne- ¢ L
install *W m

oW : etc ¢
Tot -i' 1r mtm einittance to the

ullat.~1. Msbouble. Destroy mot later
than 1 year uftor tho event.
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& DESCRIPTON OF ITEM
Wih inchusive Oates &¢ Retention Fenoss)

[E—— [P OR P

'when no longer determined pc;tinent‘hy an
annual review.

(8} Unsubstantiated r rts to DoD
congonents TOR membors of §§§ §§§§§c sillegin
nminent invasions ots and sim ?’uv.ﬂ!i :
‘o! a §e!us;ona! nagure; §§§ assor%%! crank” nb
etters. Information concern e o-ganlizatio

IndIvidual providing such details. Disposable.
Destroy after 1 year or when no longer deter-
ined pertinent by an annual review.

{(9) Information Collected om non-DoD
ffiliated CiviIl Incident to the Personnel
i nvestigation of an Affiliated Nember.
on normally w e the same as the
elated case file as set forth in paragraph
.a. above.

{
Civil Disturbance Files. The Attorn:z‘ i
eneral is the chief clvilian officer in rge
f coordinating all Federal Government activities
elating to civil disturbances. Upon specific
rior authorization of the Secretury of Defense

r his d_signee, information may be acquired
hich is essential to meet operational require-
ents flowing from the mission assigned to the
epartment ¢f Defense to assist civil authorities
n dealing with civil disturbances. Such
uthorizations will only be granted wken there
s a distinct threat of civil disturbance
xceeding the law enforcement capabilities of
tate and local authorities. Informatiom col-
ected in these circumstances vill be disposed
Tf as follows:

a. Open source listing of federal, state,
and local cfficials who have official re-
sponsibilities related to control of civil
disturbances which are obtained prior to com-
mitment of federal troops and rcutinely
maintained for pﬂannins purposes. Disposable.
Destroy when superseded, obsolcte, or ne lomger
need2d. '

b. Open source physical data oa vital
lpublic or private installatioms, facilities,
pdghways,'and utilities, which may be n-cessary
{to carry out missions assigned are obi imed
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prior to commitmont of federal troopsr and
routinely maintained for planning ourposes.
Disposable. Destroy when superseded, obsolete,
or no longer needed.

c. Data which xertains to early warnings
of incidents, potential threats and .ituation
estimates which are obtained froam federal,
state, or local imvestigative or law enforce-
ment agencies (which is duplicative of files
maintained by the originat ngazseac ) prior to
commitment of federvl troops subjected to
evaluation to determine pertinency with no
DoD file boinflcreated or no DoD informstion
genorated. Disposable. Dsstroy 60 days afrer
terminastion of the specific situation or
incident.

d. Data collected or develo by DoD i
components during a period when field acquisitiod,
reporting or processing activities have been
specificall ’ authorized by the Secretary of
Defense. This data include: unconfirmed,
fragmentary, routine or transitory material not
included as background data in item ¢. belcw.
Disposable. Destroy within 60 days after the
teraination of tl:e civil disturbance.

e. Documents gregared by military dggatt-
mental staffs, agency headquarters, or tas

force elements which are responsidle for
directing the activities of field units and
activities of field units and activities which
are engaged in quelling a civil disturbance,
inciuding background data, after action reports
and historical summaries. Such after actiom -
Teports anu historical summaries will avoid
references to nonaffiliated persons and organizas
tions to the greatest extent possible. Permaneng.
Cifer to the National Archives within 25 years
after the situation or event terminates.

Poue &“m o bu Submiied % Sho Nutioast Astbives

u



http:disturb-.ce
http:secret.ry



