
r-------------------------~--------------------------._--~ .. (LEAVE BLANK) REQUEST FOR RECORDS DISPOSITION AUTHORITY 

JOB NUMBER 

To	 NATIONAL ARCHIVES and RECORDS ADMINISTRATION (NIR)
 
WASHINGTON, DC 20408 DATE RECEIVED
 

1 FROM (Agency or establishment)	 NOTIFICATION TO AGENCY 

Department of Homeland Secunty 

2 MAJOR SUBDIVISION 

In accordance With the provisions of 44 USC Transportation Secunty Administration 
3303a, the disposition request, including 

3 MINOR SUBDIVISION	 amendments, ISapproved except for Items that
 
may be marked Ddlsposltlon not approvedl.l or
 
DWlthdrawnD In column 10
 

4 NAME OF PERSON WITH WHOM TO CONFER 5 TELEPHONE 

A Lawan Jackson	 571/227 -2068 

6 AGENCY CERTIFICATION 

I hereby certify that I am authorized to act for this agency In matters pertaining to the disposition of ItS records and that the records 
proposed for disposal on the attached 1pagers) are not now needed for the business of this agency or will not be needed after the 
retention penods specified, and that wntten concurrence from the Government Accountabihty Office, under the provrsions of TItle 8 
of the GAO manual for GUIdance of Federal Agencies, 

D ISnot required, D ISattached, or X has been requested 

02/01/05	 Acting Director, Office Information Management 
Programs 

7 Item 9 GRS OR SUPERSEDED
 
No JOB CITATION
 

2900.4 SECURE FLIGHT PROGRAM 

**See Attached document for description of Items and
 
proposed dispositions
 

STANDARD FORM SF 115 (REV 3-91) 
Prescribed by NARA 36 CFR 1228 



2900.4 

•
 
TRANSPORTATION SECURITY ADMINISTRATION (TSA) SECURE FLIGHT 
PROGRAM. The Secure Fhght program mvolves a number of information system components t 
are used to conduct pre-flight mformation-based checks of air passengers and other non-travelm 
individuals mvolved in passenger aviation for the purpose of detectmg mdividuals who may R 
terronst-related or security threat to commercial aviation. 

A.	 Input 

1.	 Information on individuals screened by Secure Flight. 
Fhght by passengers, aircraft operators, airport operators, and reservati systems including 
identifying information such as name, date of birth or assigned umqu dentifier, and 
itmerary information. 

DISPOSITION: Destroy/Delete no sooner than 72 hours after co 

2.	 Government data. Watch hsts and government databas that contam information on 
individuals who are known or appropnately sus ted be or have been engaged in conduct 
constitutmg, in preparation for, m aid of, or r errorism, as well as individuals who 
pose a VIable threat to national secunty or c· ion, but are not beheved to be terronsts. 

DISPOSITION: Delete when data has bef1d1jb1~a mto the Master FIle and verified, or when 
no longer needed to support reconstructi serve as a back up to, the Master FIle, 
whichever IS later. 

3.	 Redress Cleared List. LISt of indi duals who have been cleared through the Office of 
Redress and used to match agam data provided on mdividuals being screened by Secure 
Flight. 

ata has been entered mto the Master File and venfied, or when no 
longer needed to support r nstruction of, or serve as a back up to, the Master file, whichever IS 
later. 

B.	 Master Files. ation contamed in the database includes the government watch hst 
mformation that i used in support of Secure Fhght security screemng. In addition, the list of 
individuals th ave been previously screened and cleared as a result of the redress process WIll 
be maintam m the Master FIle to facilitate the screening process and mimmize the number of 
passenger erroneously identified for secondary screening. Dunng the screenmg process, the 
system III check to determme if the mformation in an individual's record matches agamst a 
watc 1Stand, If so, the system will check to determine if the mdividual has been previously 
sc ned and cleared. If not, the system will check to determine If the information in the record 

atches against a watch hst. 
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2900 4 ~ 
TSA SECURE FLIGHT PROGRAM- • 

DISPOSITION: The Master FIle will be superceded by regular updates of the Secure Flight 
Master Database, based on additions, changes and deletions to the watch list and other approv 
lists. 

c.	 Output 

1.	 Vetting History. Information contamed m the vetting database logs on mdivid s cleared as 
a potential watch hst match and individuals determined to be a positive watc ist match. 

i)	 Information contained in the vetting database logs on individuals cI red as a potential 
watch list match. The logs may contain information such as gove nt watch list 
information, analyst notes concernmg the baSIS for clearance, intelli nee mformation, 
individual's information, and commercial data that ISused m sup rt of Secure Flight's 
security screerung. 

DISPOSITION: Destroy/Delete no sooner than one year afte ompletion of the travel Itinerary. 

ii)	 Information contained in the vetting s on individuals confirmed as a 
positive watch list match. The logs telllN~·ta· information such as government watch 
list mformation, analyst notes cone e sis for confirmation of the watch list 
match, mtelligence information, I' information, and commercial data used in 
support of Secure Flight' s secu~!Sti~eIjlfl 

DISPOSITION: Destroy/Delete no sooner an five years after completion of the travel 
Itinerary. Individuals will have an opport tty to appeal a determination that the mdividual is a 
positive watch list match through the T Office of Redress. 

2.	 Log File. Notificanon to the a mes that a passenger or non-traveling mdividual undergomg 
Secure Flight screenmg sho receive additional screenmg, be inhibited from boarding a 
flight or accessmg a secur rea until their identity is venfied, or be denied the ability to 
board a commercial fli or access a secure area because of the threat slhe poses to aviation 
secunty. 

oy/Delete no sooner than 40 days after the completion ofthe travel
 
Itinerary.
 

D.	 Documenta n. Data systems specifications, file specifications, data layout documentation 
(regardle of media) relating to a master file or database. This system IS m development and 
further bcumentation will be available at delivery. 

OSITION: Destroy/Delete when system IS superceded or when no longer needed for 




