REQUEST FOR RECORDS DISPOSITION AUTHORITY
(See Instructions on reverse)

LEAVE BLANK
JOB NO
._—

DATE REC ’ﬂ7 _‘&
/

NOTIr—ICATION TO AGENCY

TO GENERAL SERVICES ADMINISTRATION
NATIONAL ARCHIVES AND RECORDS SERVICE, WASHINGTON, DC 20408

1 FROM (Agency or establishment)

Department of the Interior
2 MAJOR SUBDIVISION

In accordance with the prowvisions of 44 USC 3303a
the disposal request, including amendments, 1s approved
except for 1tems that may be marked "'disposition not
approved’” or ‘‘withdrawn’ in column 10 If no records
are proposed for disposat, the signature of the Archivist is
not required

Bureau of Mines
3 MINOR SUBDIVISION

Division of Organization and Management
4 NAME OF PERSON WITH WHOM TO CONFER

5 TELEPHONE EXT ARCHIVIST OF THE UNITED STATES

634-1336

DATE

u/aa 37
/4

| hereby certify that | am authorized to act for this agency in matters pertaining to the disposal of the agency’s records,
that the records proposed for disposal in this Request of page(s) are not now needed for the business of this
agency or will not be needed after the retention pertads specified, and that written concurrence from the General
Accounting Office, If required under the provisions of Title 8 of the GAO Manual for Guidance of Federal Agencies, 1s
attached

Erma E. Dunnington

6 CERTIFICATE OF AGENCY REPRESENTATIVE

A GAO concurrence D Is attached, or @ IS unnecessary

B DATE C SIGNA E OF AGENCY REPRESENTATIVE D TITLE
’
<l .
YOLE VA WD Records Management Officer
2 9 GRS OR 10 ACTION
ITEM 8 DESCRIPTION OF ITEM SUPERSEDED TAKEN
NO (With Incluswe Dates or Retention Periods) JoB (NARS USE
CITATION ONLY)
Attached are our proposed changes for Appendix 1, 435 EBM 2.1 |NCl -
of the Bureau of Mines Records Control Schedule. The changes|70-80-4,
supersede all of item 18, Security Files, (NC1-70-80-4, item |item 20
20) also attached.
. q
(
corpats to angmos, NNF 13- Two )
115-108 ™y \O 11 ,gl? NSN 7540-00-634-4064 STANDARD FORM 115 (REV 8-83)

Prescribed by GSA
FPMR (41 CFR) 101 11 4



PROPOSED SECURITY FILE CHANGES
ADMINISTRATIVE RECORDS (ADM)

18. Security Files. (NCI y ltem ) Personnel
security records and classified documents relating to the
administration of the Bureau personnel and classified
document security programs.

a. Program Management Files. Documents relating to the
personnel and classified document security programs:
policies, standards, and criteriaj; statutory,
regulatory, and Departmental instructions and
requirements.

Destroy in Bureau when 10 years old, or when
superseded, obsolete, or no longer needed for
reference. Do not send to Federal Record Center
(FRC).

b. Classified Documents Records. Receipts of the issue and
receipt of classified documents, inventories of
classified documents, certificates for destruction of
classified documents, access lists, and similar papers.

Destroy 2 years from the date the last item
recorded thereon was destroyed, or declassified or
dispatched, or transferred to another
accountability record.

e Top Secret Material Files. Documents reflecting the
i recelpt, dlspatch, downgrading, destruction,
emg concerning Top Secret materials.

Destroy 5 years after % items have been
destroyed, downgraded, or dispa ed,. Do not send
to FRC. R

%‘\\91a331f1ed Document Container Files. Used to record
sa l_padlock combinations, names of individuals
knowing combTmetdgns, and related material.

w form or list, or

Destro hen s rseded B-y==g;
e y whe upe new fo

upon turn-in of container.

“w___Security Clearance Administrative Files.

spondence, reports, and other records relating to
the adminisT sion and operation of the personnel
security program, not=weeugred elsewhere in this
schedule. N

Destroy when 2 years old.

~f+—>Poxrsannel Security Clearance Files. Personnel security

clearance case files maintafimed—by—the-—Bureau personnel




Case files documenting the processing of
\wnvestigations on Federal employees or applicants
5, Federal employment, whether or not a security
cleaxance is granted, and other persons, such as
performing work for a Federal agency under
contracty) who require an approval before having
access to Qovernment facilities or to sensitive
data. Theselfiles include questionnaires,
summaries of ryports prepared by the investigating
agency, and oth@txrecords reflecting the processing
of the investigati®n and the status of the
clearance, exclusivenof copies of investigative
reports furnished by the investigative agency.

Destroy upon notificwtion of death or not
later than 5 years aftwr separation or
transfer of employee or Wo later than 5 years
after contract relationshiw expires,
whichever is applicable. DoNaot send to FRC.

(2) Investlgatlve reports and related pape" furnished
to agencies by investigative organizatiows for use
in making security/suitability determinatiwmas.

Destroy in accordance with the 1nvest1gaEQng
agency instructions. N

g, __Personnel Security Clearance Status Files. Lists or
ros wing the current security clearance status of
individuals.

Destroy when superseded or obsolé&

Classified Information Nondisclosure Agreements. Copies
189, Classified Information Nondisclosure

security clearance files.
Destroy when 50 years old. Do not send to

g-a..._ﬁ‘Non felonlous Security Violation Files. Case files
to 1nvest1gat10ns of alleged securlty

Destroy 2 years after completioh""~
corrective or disciplinary action.

J+——Eelonious Security Violation Files. Files relating to




eged violations of a sufficiently serious nature that
they eferred to the Departments of Justice or
Defense for cutive determination, exclusive of
files held by Depar of Justice of Defense offices
responsible for making suc erminations.

Destroy 5 years after close of cases send
to FRC.

k. Security Inspection and Survey Files. Documents
relating to inspections and surveys of Bureau security
practices.

Destroy not later thanm 10 years old, upon
discontinuance of facility, or when superseded,
obsolete, or no longer needed for reference.

1. Correspondence, forms, and similar material pertaining
to Bureau security and not covered elsewhere in this
schedule.

Destroy not later than 10 years old, or when
superseded, obsolete, or no longer needed for
reference.

m. __Machine-Readable Information Files. Tracking and
index i rmation related to the administration of
the Security progrt

Dispose of as provided for the relate



18.

d.

PROPOSED SECURITY FILE CHANGES
ADMINISTRATIVE RECORDS (ADM)

Files. (NCI - - =~ , item ) Automated apd

Program Management Files. Manual (paper) ddcuments
relatihg to the personnel and classified cument
security programs: policies, standards, /and criteriaj

statutor regulatory, and Departmental/instructions and
requiremems.

Destroy\in Bureau when 10 yearg old, or when
supersedad, obsolete, or no lgnger needed for
reference Do not send to Féderal Record Center
(FRC).

Classified Documents Records./ Receipts of the issue
and receipt of clasgified dofuments, inventories of
classified documents) certificates for destruction of
classified documents,\acceés lists, and similar papers.

Destroy manual recydfds when 2 years old.

Destroy automated recdprds when 2 years old.

Top Secret Material ocuments reflecting the
identity, receipt, owngrading, destruction,
and similar items/concerning TRp Secret materials.

Destroy mapual records 5 years after all items
have been/destroyed, downgra or dispatched.
Do not s¢nd to FRC.

Destro
have
Do no

after all items
r dispatched.

automated records 5 year
een destroyed, downgraded,
send to FRC.

Classifigd Document Container Files. Used to record
safe and padlock combinations, names of individuals
knowing combinations, and related material.

estroy manual records when superseded by a new

form or list, or upon turn-in of containe

Destroy automated records when superseded b
form or list, or upon turn-in of container.

Sept!



Security Clearance Administrative Files. Correspond-

ence,

reports, and other records relating to the

administration and operation of the personnel secupity
program, not covered elsewhere in this schedule.

Destroy manual records when 2 years old.

Destroy automated records when 2 yearg old.

Persognel Security Clearance Files. Pepsonnel security

clearance case files and related index€s maintained by
the Burkau personnel security office,

(1)

(2)

(3)

Case \files documenting the prgcessing of investiga-
tions \on Federal employees of applicants for

Federal\ employment, whether/or not a security
clearance is granted, and /other persons, such as
those perorming work foy a Federal agency under
contract, Who require af approval before having
access to Ghvernment fAcilities or to sensitive
data. These\files indlude questionnaires,
summaries of Xeports/ prepared by the investigating
agency, and other records reflecting the processing
of the investigation and the status of the
clearance, exclugive of copies of investigative
reports furnishe¢d by the investigative agency.

Destroy panual Yecords upon notification of
death oy not latkr than 5 years after
separafion or traksfer of employee or no
later/than 5 years\after contract relationship
expifes, whichever Xs applicable. Do not

send to FRC.

Déstroy automated reconds upon notification of
death or not later than\5 years after
separation or transfer ok employee or no

later than 5 years after dontract relationship
expires, whichever is applicable. Do not

send to FRC.

nvestigative reports and related papers furnished
to agencies by investigative organigations for use

in making security/suitability determinations.

Destroy in accordance with the iAvestigating
agency instructions.

Automated index to the Personnel Security Case
File.

Destroy with related case file.

I



g.~Personnel Security Clearance Status Files. Automated

ists or rosters showing the current security clearange
stqtus of individuals.

estroy when superseded or obsolete.

Non-felomNjous Security Violation Files. Caseg
relating twy investigations of alleged security
violations, \but exclusive of files concerping felonies
and papers placed in official personnel Afolders.

files

Destroy 2 years after completio
corrective o

of final
disciplinary action.

Felonious Security Violation Fi
alleged violations of
that they are referred
Defense for prosecutive
files held by Department ¢
responsible for making syth

Files relating to
suffici¥ently serious nature
Departments of Justice or
termination, exclusive of
Justice of Defense offices
eterminations.

Destroy 5 years
to FRC.

ter clobde of case. Do not send

Security Inspecti and Survey Filws. Documents

relating to inspgctions and surveys\of Bureau security
practices.

Destroy /manual records when 3 yeargy old or upon
disconfinuance of facility, whichevkr is sooner.

Dest/roy automated records when 3 years\old or upon
digcontinuance of facility, whichever 1% sooner.

Corregpondence, forms, and similar material pe

to Bdreau security and not covered elsewhere in
schgdule.

Destroy manual records when 3 years old.

Destroy automated records when 3 years old.




